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About this Manual

About this Manual

The DataMan Communications and Programming Guide provides information about how to
integrate a DataMan device into your particular environment, including:

e Network configuration

e Industrial network protocols

¢ Integration with PLCs

e DataMan Control Commands (DMCC) API

Accordingly, the DataMan connected to a network can be triggered to acquire images by
several methods. It can be done by the Setup Tool, it can be triggered by trigger bits or
manipulating objects (industrial protocols), by external hard wired input or through DMCC
command. This document provides a detailed description on how to do each.
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Networking

Networking
You can connect your DataMan via a simple Ethernet connection. You can either set the IP
address and subnet mask of your DataMan manually or let them be configured
automatically using DHCP.

Connecting your DataMan to the Network

Connecting your DataMan Reader to the Network
Supply power to the reader using a Power over Ethernet (PoE) injector. Cognex
recommends the following connection sequence:

1. Connect the PoE injector to the Ethernet network (both ends of the patch cable).
2. Connect the power cord (AC 230V/110V) to the PoE injector.
3. Connect the reader to the PoE injector.

Ethernet

RS-232 M12 to RJ45

- J(optionaﬂl if

PoE injector

SEE———

E )

. 2

To disconnect the reader:
4. Disconnect the reader from the PoE injector.
5. Disconnect the power cord from the PoE injector.

6. Disconnect the PoE injector from the Ethernet network.

Connecting your DataMan Base Station to the Network
1. Power up your base station using one of these two options:

e If you want to connect the Ethernet cable directly to the network or your PC, power up
the base station using a 24V power supply.

e If you want to use a Power Over Ethernet adapter, that will power up your base
station.

2. Connect your base station to your PC with an Ethernet cable.

DataMan® Communications and Programming Guide
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Networking

Ethernet connection

3. The base station becomes visible as connected through Ethernet, and it routes data
through the wireless interface to the reader.

Ethernet

NETWORK

Direct Connection to Your Computer
When connecting a DataMan directly to an Ethernet port on a PC, both the PC and the
DataMan must be configured for the same subnet. This can be done automatically though
Link Local Addressing or you can manually configure your reader and your PC.

Link Local Addressing automatically requests and assigns an IP address. In the Setup Tool,
this corresponds to the DHCP Server communication option. This is the default, you do not
have to make any changes.

You can also manually configure your DataMan to reside on the same subnet as the PC or
the other way round: configure your PC to reside on the same subnet as your DataMan.
These options are detailed in the following sections.

Configuring the DataMan to Reside on the Same Subnet as the PC
Perform the following steps to configure your DataMan device:

1. Use the ipconfig utility to determine the IP Address and subnet mask of your PC. In
the Start menu, click Run...

DataMan® Communications and Programming Guide
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Open: | amd

Type the name of a program, folder, document, or
Internet resource, and \Windows will open it For you,

Networking

2K

[ QK ] l Cancel

) Coomerr )

2. In the Open field, type “cmd” and click OK.

3. In the command prompt window, type “ipconfig” and press Enter. A listing of all
network adaptors on the PC is shown.

disconnected

: :sProgran crosoft Uisual Studio 9.9

»

Record your PC’s IP Address and Subnet Mask. In this example,
IP Address is 169.254.135.189
Subnet Mask is 255.255.0.0.

5. Go to the Setup Tool’s Connect to Reader pane, and use the Force Network
Settings dialog to manually configure the network settings on the target DataMan.

6. Click the Force Network Settings button. The Force Network Settings dialog

opens.

Force Network Settings [&J

MAC Address

Use DHCP Server
@ Use Static IP Address

IP Address
Subnet Mask

Default Gateway

Authenticate
Username admin

Password:

DataMan® Communications and Programming Guide
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Networking

7. To force the network settings on your DataMan:

a. Enter the MAC address of the DataMan in the MAC Address field. The MAC Address
of the DataMan can be found on the label of the reader or the base station.

b. Select Use Static IP Address.

c. Enter an IP Address and Subnet Mask that will be on the same subnet as the PC.
Make sure this IP address is not yet in use (for example, test by pinging it).

e Example IP Address: 169.254.135.200
e Subnet Mask: 255.255.0.0

NOTE

The default Subnet Mask is 255.255.255.0. You can set it back to default by scanning the
Reset Scanner to Factory Defaults Configuration Code.

Authentication should be left blank unless Authentication has been enabled on the
DataMan. Authentication is disabled by default.

Force Network Settings LiE-J

MAC Address 00-D0-24-11-01-06

Use DHCP Server
@) Use Static |P Address

IP Address 169 . 254 . 135 . 200
Subnet Mask 285 285 . D . D

Default Gateway

Autherticate

Username admin

Password:

[ ok | [ cance |

Click OK. Your DataMan is configured to the network settings specified, and it
reboots automatically.

Your DataMan appears under the Network devices node after the address has
been resolved. This can take up to 60 seconds.

8. If the device does not appear after 1 or 2 minutes, push the Refresh button on the
Setup Tool’'s Connect to Reader pane. This will force the Setup Tool to scan for
DataMan devices connected to the PC or connected to the same network.

Configuring the PC to Reside on the Same Subnet as the DataMan

If it is preferred that the DataMan network settings remain unchanged, you must already
know the IP Address and Subnet Mask of the DataMan or you must connect to the DataMan
via RS-232 to find them out. The DataMan IP Address and Subnet Mask can be found under
Communication Settings.

DataMan® Communications and Programming Guide
12/2/2011 | Version 4.2
Page | 13



Communication Settings

Seral | Network

() Use DHCF Server
@ Use Static IP Address

IP Address 10 .8 . 80

Subnet Mask 255 . 255 . 255 .

.18
0
Default Gateway 10 . 86 . 80 . 205

Networking

You can check (and configure) the Static IP Address of both the wireless reader and the
base station under Communication Settings when you connect to the base station in the

Setup Tool.

Communication Settings

) Use DHCP Server
@ Use Static IP Address
Base Station
|P Address 10 .86 . 80
Subnet Mask 255 . 255 . 255 .

Wireless Reader

. 133

IP Address 10 .86 . 80 . 184
Subnet Mask 255 . 255 . 285 . O
Default Gateway 10 . 8 . 80 . 205

Once the IP Address and Subnet Mask of the DataMan are known, the PC’s network

settings can be changed.
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Perform the following steps to configure your PC (examples here are of Windows XP):

9. In the Start Menu, right click My Network Places, click the Properties menu option to
launch Network Connections.

10. Right click on the network adaptor connected to the DataMan and select the
Properties menu option.

* Network Connections - \EUS_]
File Edit View Favorites Took Advanced Help ¥

<) ) 7/Sear<h_Fobars|:::v

Adddress | @) Network Connections v Beo
- D |~ Name Type Status
1 Network Tasks |l Dial-up
& r;:,—),‘:.::.ﬁ' R 36 Connection Diakup Discornected
@ Changs Windows
Firewal settings LAN or High-Speed Internet
<

Dis

device L. 1394 Connection LAN or High-Speed Inter... Disabled
Q, Repai this connection BN ocal Area Cocpection | LAN cr High-Speed Inter... Connected
@) Rename this Disable

Status
Repar
Bridge Connections
Create Shortout
Other Places
Rename
B Control Panel
3 e s
&) My Documents
i My Computer
Details
Local Area Connection
¥ & >

11. Under the General tab, scroll down and select Internet Protocol (TCP/IP), and
click Properties.

<4 Local Area Connection Prope...[z|g|

General | Advanced|

Connect using:

[ H8 Broadcom Netxlreme 57xx Gigabit C .

This connection uses the following items:

[ ™ =1 05 Packet Scheduler Al
¥ %= Network Monitor Driver

(T Intermet Protocol (TCP/IP)
v
< >
-
Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
actoss diverse interconnected networks.

[] Show icon in notification area when connected
Motify me when this connection has limited or no connectivity

[ ok || cancel |

12. Under the General tab, select the Use the following IP address radio option and
enter an IP Address and Subnet Mask that are on the same subnet as your DataMan.
Click OK.

DataMan® Communications and Programming Guide
12/2/2011 | Version 4.2
Page | 15



Networking

Internet Protocol (TCP/IP) Properties EI@

Gereral

“fow can get IP settings assigned automaticaly f wour network supports
thiz capability. Otheswise, pou need to azk your network. administrator for
the sppropriate IP settings.

() Obitain an IP address automatically

&) Use the following IP address:

IF address: 169 . 254 . 135 . 183
Subnet mask: 265.285. 0 .0

Diefault gateway:

(&) Uze the following DNS server addresses:
Prefened DNS server

Alternate DNS server:

13. Click Close. The network settings of your PC will change to the new specified
values.

14. Reboot the DataMan. It appears under the Network devices node on the Connect
to Reader pane after the network address has been resolved.

15. If the device does not appear after 1 or 2 minutes, click the Refresh button on the
Setup Tool’s Connect to Reader pane. The Setup Tool scans for DataMan devices
connected to the PC or connected to the same network.

Connecting Your Reader across Subnets

The following options can be used to connect to the DataMan with the Setup Tool across
subnets if you already know the IP Address of the DataMan.

1. In the Setup Tool’'s Connect to Reader pane, click Add Device.

DataMan® Communications and Programming Guide
12/2/2011 | Version 4.2
Page | 16



Networking

Hle Edt View Tasks System Hep

Tasks x

Quick Setup

~= Connectto Reader

Status

Devices

Connect to Reader

Refresh Add Device

e COM ports
Network devic

-1

Q+A Help x
v showal 4
Connect to Reader

1@ How do 1 connect my reader to the Setup
Tool?

1@ yihy does the Setup Tool fal to comect to
my reader?

1@ what port do I use for a USB Connection?

1@ 1 still cannot connect to my reader or my base
station: Can [ resetit?

1@ How do T know which reader is mine?
1@ Why are some devices shown in green?
1@ How do 1 select a different baud rate?

1@ DataMan 100; Can I establish a comnection
between my reader and two different PCs at the.
same tine?

1® Dataman 200, 500, §100, 8500 and DataMan
8000 base station: Why does the Setup Tool ask
for a password when I want te connect?

1@ pataman 200, 500, 8100, 8500 and DataMan
8000 base station: Can I connect the reader to
my PC directly using Ethernet?

1@ pataMan 200, 500, 8100, 8500 and DataMan
000 base station: How do 1 map a listing in the
Network Devices list to a specific reader?

1@ pataMan 200, 500, 8100, 8500 and DataMan
8000 base station: What if my reader or base
station does not appear in the list of Network
Devices?

1@ pataman 200, 500, 8100, 8500 and DataMan
8000 base station: How do I use the Force
Network Settings option?

1@ pataMan 200, 500, 8100, 8500 and DataMan
8000 base station: How do I use the Add Device
aption?

1@ pataMan 7550: How can T assodiate a
handset with a different base station?

1@ DataMan 8000 wireless reader: How can 1
associate a wircless reader with a different base
station?

1@ pataman 7550 reader and Datalian 8000
base station: How can I reset the USB connection
to the base station?

1@ pataMan 7550: Can I connect a wireless
reader using my own Blutooth ransceiver?

Disconnected

2. Enter a name and the actual IP Address of the target DataMan. The name has no
effect upon the DataMan. It is only used as an identifier to list the target DataMan
under the Network devices node.

[ Add Device =)
MName MyDataMan
IP Address 169 . 254 . 135 . 200
Cox ) [ ]

3. Click OK. The name appears under the Network devices node. Double click the
new node or highlight it and click the Connect button. If the device is available,
you will be connected (a DataMan 200 is connected in this example).

Troubleshooting an Ethernet Connection

Based on your network configuration, the Setup Tool may not be able to communicate with
the DataMan device and it will not appear in the list of Network devices.

First check your Ethernet connection with the reader and click Refresh in the Setup Tool.

If you are using a tethered device (not a base station or a wireless reader), scan the
Enable DHCP code in the DataMan Configuration Codes document available from the Start
menu. This might allow the reader to acquire a suitable IP address from a DHCP server on
your subnet.
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If the device still does not appear, you can use either the Add Device or Force Network
Settings options in the Setup Tool.

If you know the IP address of the device, use the Add Device option. If you do not know
the IP address, use the Force Network Settings options. Either method should allow your
DataMan to appear in the list of Network devices so that you can connect to it through
the Setup Tool and your Ethernet connection.

You can also use the RS-232 connection to configure the device with parameters that allow
it to communicate over your Ethernet network.
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Industrial Network Protocols
DataMan uses industrial network protocols that are based on standard Ethernet protocols.
These protocols: EtherNet/IP, PROFINET, MC Protocol and Modbus/TCP are enhanced to
provide more reliability than standard Ethernet.
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EtherNet/IP

DataMan supports EtherNet/IP™, an application level protocol based on the Common
Industrial Protocol (CIP). EtherNet/IP provides an extensive range of messaging options
and services for the transfer of data and I/O over Ethernet. All devices on an EtherNet/IP
network present their data to the network as a series of data values called attributes.
Attributes can be grouped with other related data values into sets, these are called
Assemblies.

By default the DataMan has the EtherNet/IP protocol disabled. The protocol can be enabled
via DMCC, scanning a reader programming code, or in the Setup Tool.

DMCC

The following commands can be used to enable/disable EtherNet/IP on the DataMan. The
commands may be issued via RS-232 or Telnet connection.

NOTE

Because you have to make changes to the Telnet client provided by Windows to
communicate with DataMan, it is recommended you use third party clients such as PuTTY.

Enable:

||>SET ETHERNET-IP.ENABLED ON
||>CONFIG.SAVE
|| >REBOOT

Disable:

||>SET ETHERNET-IP.ENABLED OFF
|| >CONFIG.SAVE
|| >REBOOT

Reader Configuration Code
Scanning the following reader configuration codes will enable/disable EtherNet/IP.

NOTE

You must reboot the device for the change to take effect.

Enable: Disable: Reboot:
Setup Tool
EtherNet/IP can be enabled by checking Enabled on the Industrial Protocols pane’s
EtherNet/IP tab. Make sure you save the new selection by clicking Yes to the Reboot

Required message window.
NOTE

The new settings take effect only after the reader is rebooted.
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Getting Started

Preparing to use EtherNet/IP involves the following main steps:

e Make sure you have the Rockwell Software tool on your machine.

e Set up the Rockwell Software tool so that it recognizes your DataMan device.
e Install the DataMan Electronic Data Sheet (EDS) for the DataMan reader.
Perform the following steps to set up EtherNet/IP:

1. Verify that the Rockwell Software is on your PC.

2. Make sure you select the Add on Profile installation and the Samples installation. Add
on Profile is only used with Rockwell ControlLogix or CompactLogix PLCs.

3. Install the Rockwell Add on Profiles by navigating to the following directory.
NOTE

Adjust the path for the specific Setup Tool version that you are using.

& EtherNetIP
Edit

E]

File View Favorites Tools Help

@Back > @ 7 L" /:\Search f -~ Folders v

: Address |2 C:\Program Files\Cognex|DataManiSetup Tool v3.5.0\Tools\EtherNetIP

vIB e

A Name - Size Type Date Modified
File and Folder Tasks % CJEDS File Folder 3/9/2010 2:00 PM
o kwell .
@) Rename this folder File Folder 3/9/2010 2:00 PM
{3 Move this folder 3@ >

4. Select the Rockwell AOP directory:

® Rockwell AOP (=)t
File Edt View Favorites Tools Help }.7'.:
Qek - © (¥ POsearch [ Foders [
Address |23 C:\Program Fles\CognexiDataManiSetup Tool v3.5.0{Tools\EtherNetIP\Rockwell AOP v B co
A Name ~ Size Type Date Modified
File and Folder Tasks (O InstaliNotes File Folder 3/9/2010 2:00 PM
> ; OiLicense File Folder 3/9/2010 2:00 PM
R this f
S Emeshille S Fie Folder 3/9/2010 2:00 PM
Gy Move this fie % autorun.inf 1KB SetupInformation  3{9/2010 1:57 PM
) Coy this file 712K8  Application 3/9/2010 1:57 PM
e Publish this file to the e]mwﬂﬁrl 128KB Apphication Extension  3/9/2010 1:57 PM
Web : lg‘jM?Se Description: Component of MPSetup 136 KB  Application Extension  3/9/2010 1:57 PM
() E-mail this file (Jmpsef Company: Rockwel Automation Inc. 11288 Appication Extension  3{3/2010 1:57 PM
K Delete this file (2MPSef Date Created: 3/9/20102:00PM  |136KB  Application Extension  3/9/2010 1:57 PM
|8 MPse] Size: 712KB 136 KB Application Extension  3/9/2010 1:57 PM
(S MPSetGpITA A 136KB Applcation Extension  3/9{2010 1:57 PM
Other Places | %) MPSetupIPN.dil 128KB Application Extension  3/9/2010 1:57 PM
| %) MPSetupkOR. di 128KB  Application Extension  3/9/2010 1:57 PM
Details |3 MPSetupPTB.diI 132KB Application Extension  3/9/2010 1:57 PM
| &) shfolder.dll 22KB Application Extension  3/9/2010 1:57 PM
v < >
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If you have not previously installed the Rockwell AOP, now run MPSetup.exe.

6. From the Start menu, go to Programs > Rockwell Software - RSLinx > Tools > EDS
Hardware Install Tool.

wr

@) Juniper Networks » | I) BOOTP-DHCP Server
@) Sprint v || IF) FactoryTalk Activation
(@) FLASH Programming Tools » ) FactoryTak Tools

) Serialld.com » Sinx R Tools & EDS Hardware Instalation Tool
) Nokia PC Suite » || If) RSLogix S000 Enterprise Series Q. RiLinx Classic Bk OPC Test Chent

@) Fluke Networks » | ) RSNetworx &y RSLinx Classic Backup Restore Uity ) oPCTest Document
@) Garmin » [l 1) Utilities %\ RSLin:: Classic Launch Control Panel
@) iPhone Configuration Utiity » | IF) RSLogix 5000 Tools E’; RLinx Classic

Sl A b33 LG

& DataMan_3_S1_TP1L.

B Rockwell Software I RSLogix 500 English

7. Run the ESD Install tool.

NOTE

If you have an existing EDS file, uninstall it first, then install the latest version of the EDS.
8. Run the Setup Tool and update the DataMan firmware.

9. Check if the firmware has been loaded into the unit by clicking in the Setup Tool View
- System Info.

r M
System Info ﬁ
System Info

Device DM8500

Serial number 1A1013XND00174
Device name Hawaii
Communications Module Ethemet

MAC address 00-D0-24-1343C2
Firmware version 420a2

Latest allowed version 42

Bootloader version 1

Feature keys IDMaxe, Validation
Startup version 1.17

In the Setup Tool, go to the Industrial Protocols pane and check the Enabled
checkbox on the EtherNet/IP™ tab.
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DM200-IPAL (DM200

File Edit View Tasks System Language Help

£

Advanced x Q+A Help x

Industrial Protocols B

=# Connectto Reader = ~ Show Al =
EtherNet/IP™ | PROFINET [ MC Protocel | Modbus TCP| Communication Settings

&l Results Display
(©) How do T change the reader's serial port

-0 Lightand Camera Settings [/]Enabled settings?
¥, Symbology Setings i‘g‘eﬂft does the reader transmit when no code
-~ Data Validation @ Wwhatis transmitted when a code contains

non-printing characters?

(@) what s the Multi-Port (RS-232 Sharing)
Feature?

{7 Data Formatting

=& Communication Settings

-4 Non-Printing Characters ﬂ% rHena-.; :rn: T configure the network settings of
ld Custom Commands

%8 Network Settings

= Industrial Protocols

m

“ System Settings

& Process Monitor

Unirained [ | Connected

10. In order for the changes to take effect, you must save your settings and cycle power.
In the Setup Tool menu, click System - Save Settings.

11. Reboot your reader.
12. Your DataMan is visible now in the RSWHO.

25 RSLinx Classic Gateway - [RSWho - 1] 1Y
=% Fil= Edit Wiew Communications Station DDE/OPC  Securiby  ‘Window Help - 8 x

=| & 519 Blie] ¥
[ Autobrowse FRefresh | |?
2% AB_ETHIP-1, Ethernet - r o s 25
+ ﬂ 10.28.121.120, 1756-EMZTR, 1?56-EN2TR,I'J: g ﬂ @ |.‘ = —

Mot Erowsing

€2 10.28.121,74, DataMan 200 Series Reader, 10,28.121.... 10,28,121.74 10.28.121,80 10.26.121.84 10.28.123.... 10,28.124.20
r 10.28.,121.80, DataMan 8000 Series Reader 1796-EMZTR/A DataMan D.., DataManDv,. DataManD.., In-SightSO0... In-Sight Mi...
G ! ) [

[® 10.23.123.132, In-Sight 5000 Series, In-Sigl
3 | >

For Help, press F1 MM 0Z/24/11 |03:53 PM

|I£

If your DataMan is visible, but the icon is a question mark, repeat the EDS Installation.

13. Open one of the sample jobs and integrate your DataMan into your program using the
Add on Profile.

14. Alternatively, you can add the DataMan as a Module on your network.
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M Select Module @

todule Description
+- allen-Bradley
=] Cognex Corporation

Datatlan 200 Seties ID Reader
[Crakalan SO0 Series ID Reader
Datatan 5000 Series 10 Reader
In-Sight 1700 Series Vision Jysktem
In-Sight 5000 Series Vision Syskem
In-Sight Micro Series Vision Systemn

+1- Parker Hannifin Corp,

el | gddFamnte|

By Category By Wendor Favorites
u] | Cancel | Help |

Object Model

The ID Reader Object is a vendor specific object class. This means it is not part of the CIP
common (public) architecture but rather an extension. It is a custom object that Cognex
has added to the EtherNet/IP architecture on the DataMan device. This object models all
data and functionality available in the DataMan reader. This includes triggering, status,
events, errors and result data.

The ID Reader Object is identified by its vender specific class code:

DataMan ID Reader Object Class Code: 0x79

Objects are made up of attributes (data) and services (functionality). These can be defined
at the class level (common to all instances of the class) or the instance level (unique to an
individual instance). There are common attributes and services defined by the CIP
specification that apply to all objects (often these are optional). Vendors may also define
their own attributes and services for their vendor specific classes.

The ID Reader Object attributes and services can be individually accessed via explicit
messaging. Also a number of the ID Reader Object attributes are exposed in the DataMan
assembly objects which allow them to be accessed as a group via implicit messaging.
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DataMan Reader System

Other
Internal

Identity Ethernet TCP/IP

Object Link Object Object Objects

Assembly Object

Reader
. Instance 11 Instance 21
ObJeCt Inputs Outputs

Attributes
The DataMan ID Reader Object (Class Code: 0x79) has the following attributes.
Attribute | Access Name Data Description
ID Rule Type P
0 = EtherNet/IP triggering is
. disabled
0x9 Set AcqTriggerEnable BOOL 1 = EtherNet/IP triggering is
enabled
OXA Set AcqTrigger BOOL Acquire an image when this

attribute changes from 0 to 1.

Bit0: Trigger Ready
Bitl: Trigger Ack

0xB Get AcqgStatusRegister BYTE Bit2: Acquiring

Bit3: Missed Acquisition
Bit4-7: Reserved

User defined data that may be
0xC Set UserData ARRAY of used as an input to the
BYTE o
acquisition/decode.

When true, it enables buffering of

0xD Set BufferResultsEnable BOOL
the decode results.

Bit0: Decoding

Bitl: Decode completed (toggle)
Bit2: Results buffer overrun
Bit3: Results available

Bit4: Reserved

Bit5: Reserved

Bit6: Reserved

Bit7: General fault indicator

OxE Get DecodeStatusRegister BYTE

Acknowledges that the client

OxF Set DecodeResultsAck BOOL received the decode results.
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Attribute | Access Name Data Description
ID Rule Type P
DecodeResults STF::CT The last decode results

Decode results identifier.
ResultsID UINT Corresponds to the TriggerID of
the decoded image.

Decode result summary code

value

Bit0: 1=Read, 0=No read

Bitl: 1=Validated, 0=Not
Validated

0x10 Get ResultCode UINT Bit2: 1=Verified, 0=Not Verified

Bit3: 1=Acquisition trigger
overrun

Bit4: 1=Acquisition buffer
overrun

Bit5-15: Reserved (future use)

ResultExtended UINT Extended result information

Current number of result data

ResultLength UINT bytes.

ResultData AR;(A}TE of Result data from last decode

SoftEvents act as virtual inputs
(execute actionon O to 1
transition)

Bit0: Train code

Bitl: Train match string

0x12 Set SoftEvents BYTE Bit2: Train focus

Bit3: Train brightness

Bit4: Un-Train

Bit5: Reserved (future use)
Bit6: Execute DMCC command
Bit7: Set match string

Trigger identifier. ID of the next

0x15 Get TriggerID UINT trigger to be issued.

0x16 Set UserDataOption UINT Optional user data information

Current number of user data

0x17 Set UserDatalength UINT
bytes.
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Attribute | Access Name Data Description
ID Rule Type P

Acknowledgment of SoftEvents.

Bit0: Train code ack

Bitl: Train match string ack

Bit2: Train focus ack

Bit3: Train brightness ack

Bit4: Un-Train ack

Bit5: Reserved (future use)

Bit6: Execute DMCC command
ack

Bit7: Set match string ack

0x18 Get SoftEventAck BYTE

SoftEvents

SoftEvents act as “virtual” inputs. When the value of a SoftEvent changes from 0 > 1 the
action associated with the event will be executed. When the action completes the
corresponding SoftEventAck bit will change from 1 - 0 to signal completion.

The SoftEvent and SoftEventAck form a logical handshake. After SoftEventAck changes to 1
the original SoftEvent should be set back to 0. When that occurs SoftEventAck will
automatically be set back to 0.

The “ExecuteDMCC"” and “SetMatchString” soft event actions require user supplied data.

This data must be written to the UserData & UserDatalength area of the Input Assembly
prior to invoking the soft event. Since both of these soft events depend on the UserData,
only one may be invoked at a time.

General Fault Indicator

When a communication related fault occurs the “GeneralFault” bit will change from 0 > 1.
Currently the only fault conditions supported are soft event operations. If a soft event
operation fails, the fault bit will be set. The fault bit will remain set until the next successful
soft event operation. Or, until TriggerEnable is set to 0 and then back to 1.

Softevent —J 1| L [ 1L
SoftEventAck |_| |_| |_|_

GeneralFault | I_
“ J
- Y ' - Y

SoftEvent SoftEvent cycle #2 SoftEvent
cycle #1 (failure occured) cycle #3

Services
The ID Reader Object supports the following Common CIP services.
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Service Code Service Name Description

0x05 Reset Resets the ID Reader object

OXOE Get_Attribute_Single Retl..lrns the contents of the specified
attribute.

0x10 Set_Attribute_Single | Modifies the specified attribute

The ID Reader Object supports the following vendor specific services.

Service Code

Service Name Description

0x32 Acquire Triggers a single acquisition
0x34 SendDMCC Sends a DMCC command to the device
0x35 GetDecodeResults Gets the content of the DecodeResults

attribute

Acquire Service

The Acquire Service will cause an acquisition to be triggered (if the acquisition system is
ready to acquire an image). If the acquisition could not be triggered, then the Missed
Acquisition bit of the AcqStatusRegister will be set until the next successful acquisition.

SendDMCC Service
The SendDMCC Service sends a DMCC command string to the device. The request data
consists of the DMCC command string that is to be sent to the reader. The reply data will
contain the string result of the DMCC command. Additionally the service provides a numeric
result status for the call. Most of these result codes relate to the basic success/failure of
the service execution. However, the service also maps the actual DMCC status codes. This
allows the PLC to interpret the service request without having to parse the actual DMCC

return string.

Service Return Code | Description DMCC Return Code

0 Success - No error 0

1 Bad Command -

4 No Answer - System too busy -

100 Unidentified error 100

101 Command invalid 101

102 Parameter invalid 102

103 Checksum incorrect 103

104 Parameter rejected/altered due to reader 104
state

105 Assigned W|reles§ reader is not available 105
for the base station

NOTE
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The string must be in the CIP STRING2 format (16-bit integer indicating the string length in
characters followed by the actual string characters, no terminating null required).

GetDecodeResults Service

The GetDecodeResults service reads data from the DecodeResults attribute of the ID
Reader Object. This service takes parameters indicating the “size” (number of bytes to
read) and the “offset” (offset into the DecodeResults attribute to begin reading). This gives
the service the flexibility to be used with PLC’s that have different restrictions on the
amount of data allowed in an explicit message. It also allows the user to access very large
codes that cannot be completely transferred with implicit messaging (assembly object).

GetDecodeResults Request Data Format

Name Type Description
Size UINT The number of bytes of the DecodeResults attribute to read
The offset into the DecodeResults attribute. This specifies the first
Offset UINT byte of the DecodeResults attribute to begin reading (0 based
offset).

Acquisition Sequence

DataMan can be triggered to acquire images by several methods. It can be done implicitly
via the Assembly object. Or done explicitly via the ID Reader object. When using explicit
messaging it can be done in a single step by accessing the Acquire Service, it can also be
done by directly manipulating the ID Reader object attributes (AcqTrigger and
AcqStatusRegister) and finally it can be done via DMCC command. The ID Reader attributes
will be discussed here but these same values can be accessed via the assembly objects.

On startup the AcqTriggerEnable attribute will be False. It must be set to True to enable
triggering. When the device is ready to accept triggers, the Trigger Ready bit in the
AcqStatusRegister will be set to True.

While the AcgStatusRegister “Trigger Ready” bit is True, each time the ID Reader object
sees the AcqTrigger attribute change from 0 to 1, it will initiate an image acquisition. When
setting this via the assembly objects, the attribute should be held in the new state until
that same state value is seen in the Trigger Ack bit of the AcqgStatusRegister (this is a
necessary handshake to guarantee that the change is seen by the ID Reader object).

During an acquisition, the Trigger Ready bit in the AcqStatusRegister will be cleared and
the Acquiring bit will be set to True. When the acquisition is completed, the Acquiring bit
will be cleared. The Trigger Ready bit will again be set True once the device is ready to
begin a new image acquisition.

If results buffering is enabled, the device will allow overlapped acquisition and decoding
operations. Trigger Ready will be set high after acquisition is complete but while decoding
is still in process. This can be used to achieve faster overall trigger rates. If result buffering
is not enabled, the Trigger Ready bit will remain low until both the acquisition and decode
operations have completed.

As a special case, an acquisition can be cancelled by clearing the Trigger signal before the
read operation has completed. This allows for the cancellation of reads in Presentation and
Manual mode if no code is in the field of view. To ensure that a read is not unintentionally
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cancelled, it is advised that the PLC hold the Trigger signal True until both TriggerAck and
ResultsAvailable are True (or DecodeComplete toggles state).

Trigger EN  _|

Trigger Ready _|1_| |2_| |3_| |_
Trigger |1_| r;—l rI:/I_—I I-;——I
Trigger Ack r1_| I-Z_—I IM_l r;—l
Acquiring | | | 5 [ |—|_
Missed Acq 1 |—| 3
- -~ N -~ AN MY U -~ D)
Acquisition #1  Acquisition #2 Missed Acq Acquisition #3
| Client |
| DataMan |

To force a reset of the trigger mechanism set the AcqTriggerEnable attribute to False, until
the AcgStatusRegister is 0. Then, AcqTriggerEnable can be set to True to re-enable
acquisition.

Decode / Result Sequence

After an image is acquired it is decoded. While being decoded, the Decoding bit of the
DecodeStatusRegister is set. When the decode is complete, the Decoding bit is cleared and
the Decode Completed bit is toggled.

The BufferResultsEnable attribute determines how decode results are handled by the ID
Reader Object. If the BufferResultsEnable attribute is set to False, then the decode results
are immediately placed into the DecodeResults attribute and Results Available is set to
True.

If the BufferResultsEnable attribute is set to True the new results are queued. The earlier
decode results remain in the DecodeResults attribute until they are acknowledged by the
client setting the DecodeResultsAck attribute to True. After the Results Available bit is
cleared, the client should set the DecodeResultsAck attribute back to False to allow the
next queued results to be placed in to the DecodeResults attribute. This is a necessary
handshake to ensure the results are received by the DataMan reader’s client (PLC).

Behavior of DecodeStatusRegister

Bit Bit Name Results if Buffering Disabled Results if Buffering Enabled

Set when decoding an

1 Decoding image

Set when decoding an image.

Toggled on completion of an | Toggled on completion of an

2 D I
ecode Complete image decode. image decode.
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Bit Bit Name Results if Buffering Disabled Results if Buffering Enabled
Set when decode results
could not be queued because

Results Buffer _ the client failed to _
3 Remains set to zero. acknowledge a previous
Overflow
result. Cleared when the
decode result is successfully
queued.
Set when new results are Set when new results are
placed in the DecodeResults | placed in the DecodeResults
4 Results Available attribute. Stays set until the | attribute. Stays set until the
results are acknowledged by | results are acknowledged by
setting DecodeResultsAck to | setting DecodeResultsAck to
true. true.

Trigger I | I |
Ready 1 2
Tri

rigger |1_| IT'
Tri
Ak [, 1 2

Acquiring I |
1

I_l
| 2 |

Decoding | | | |

1 2
Decode 2
el |1 I
Results | |
Avail 1 IZ_\—
Results | |
Ack 1 2

— — _ — —
Read #1 Read #2

Results Buffering
There is an option to enable a queue for decode results. If enabled this allows a finite

number of decode result data to queue up until the client (PLC) has time to read them. This

is useful to smooth out data flow if the client (PLC) slows down for short periods of time.

Also, if result buffering is enabled the device will allow overlapped acquisition and decode

operations. Depending on the application this can be used to achieve faster over all trigger
rates. See Acquisition Sequence description above for further detail.

In general, if reads are occurring faster than results can be sent out the primary difference
between buffering or not buffering is determining which results get discarded. If buffering
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is not enabled the most recent results are kept and the earlier result (which was not read
by the PLC fast enough) is lost. Essentially the more recent result will simply over write the
earlier result. If buffering is enabled (and the queue becomes full) the most recent results
are discarded until room becomes available in the results queue.

Assembly Object

Assemblies are combinations of selected attributes (data items) from CIP objects with in a
device. The device vendor defines assemblies according to their needs. They combine data
together in useful groupings according to the requirements of the application.

The designation of Input & Output assembly can be confusing. DataMan is an I/O adapter
class device. The convention for adapters is that Input Assemblies produce (transmit) data
for another device (i.e. DataMan - PLC) and Output Assemblies consume (receive) data
from another device (i.e. PLC > DataMan). Essentially DataMan acts as an I/O module for
another device such as a PLC.

Assembly objects use implicit messaging. In the abstract they are just blocks of data which
are transmitted as the raw payload of implicit messaging packets. These implicit messaging
packets are produced (transmitted) repeatedly at a predefined chosen rate (100ms,
200ms, etc).

DataMan readers have a single input assembly and single output assembly. These
assemblies combine selected attributes (data) of the DataMan ID Reader Object into
groupings that minimize network bandwidth and still allow for efficient control and
processing. The data in these assemblies can also be accessed individually from the ID
Reader Object. However, using the assembly objects is much more efficient. This is the
reason that they are the primary means of runtime communication between a DataMan
reader and a PLC.

Input Assembly
The Input assembly provides status information, process state, and decode results.

Instance | Byte Bit 7 Bit 6 Bit 5 Bit 4 Bit 3 Bit 2 Bit 1 Bit 0
11 Missed . Trigger Trigger
R A
0 eserved Acq cquiring Ack Ready
General Results Results Decode
1 Reserved . Buffer | Complete | Decoding
Fault Available
Overrun | Toggle
Soft Soft Soft Soft Soft Soft Soft Soft
2 Event Event Event Event Event Event Event Event

Ack 7 Ack 6 Ack 5 Ack 4 Ack 3 Ack 2 Ack 1 Ack O

3-5 Reserved
6
Trigger ID (16-bit integer)
7
8
Result ID (16-bit integer)
9
10 Result Code (16-bit integer)
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Instance | Byte Bit 7 Bit 6 Bit 5 Bit 4 Bit 3 Bit 2 Bit 1 Bit 0

11

12

Result Extended (16-bit integer)
13
14
Result Data Length (16-bit integer)

15

16 Result Data 0

499 Result Data 483

Output Assembly
The Output assembly contains control signals, software event signals, and any user data
required for the trigger & decode.

Instance Byte Bit 7 Bit 6 Bit 5 Bit 4 Bit 3 Bit 2 Bit 1 Bit 0
21 Buffer .
0 Reserved Results Results Trigger Trigger
Ack Enable
Enable
1 Soft Soft Soft Soft Soft Soft Soft Soft
Event 7 | Event 6 Event 5 Event 4 Event 3 Event 2 Event 1 Event O
2
Reserved
3
4
User Data Option (16-bit integer)
5
6
User Data Length (16-bit integer)
7
8 User Data 0
499 User Data 491

PCCC Object

DataMan has limited support for the Rockwell PCCC object. This allows legacy PLC's (PLC-5,
SLC, etc) to communicate with DataMan using their native PCCC command set and explicit

messaging. The PCCC object allows DataMan to look like a Rockwell PLC-5 logic controller.

PCCC commands are organized to work with “data tables” that exist in legacy logic
controllers. Each data table is an array of a give data type (BYTE, INT, FLOAT, etc). The
commands are oriented to read/write one or more data items of a given data table. Items
are addressed by specifying the data table and the index of the item in the table (indexes
base from 0). For instance to read the 6™ integer in PLC data table you would send the
PCCC command to read N7:5. “"N” specifies an integer table, “7” is the table number in the

DataMan® Communications and Programming Guide
12/2/2011 | Version 4.2
Page | 33



EtherNet/IP

PLC (each table has a unique numeric identifier — assigned when the user PLC program was
created), and “5” is the index into the table (note indexes begin at 0).

The PCCC object in DataMan maps the read and write requests to ID Reader assemblies (or
in one special case to the DMCC service). Read commands return data from the Input
assembly (instance 11). Write commands send data to the Output assembly (instance 21).
In essence the PCCC Object gives the outward appearance of PLC-5 data tables but is
actually accessing the assembly data. Currently the implementation only supports an
Integer data table (N7) and an ASCII data table (A9). There is one special case of String
data table (ST10:0) for DMCC.

Table Data Type Table Size
N7 Integer (16-bit) 250 elements
A9 ASCII (8-bit) 500 elements
ST10 String 1 element

The ResultCode value is located at word offset 5 (counting from 0) of the Input Assembly.
To access this value you would issue the following PLC command.

I Table N7 Input Assembl
PLC Command nteger Table pu Y
Word 0 Word 0
PCCC Read 1 Word 1 Word 1
element @ “N7:5” ‘\
Word 5 € - — — — — - Word 5
Word 6 Word 6
Word 7 Word 7
Word n Word n

The decode ResultData begins at byte offset 16 (counting from 0) of the Input Assembly.
To read the first 4 bytes of result data you would issue the following PLC command.

PLC Command ASCII Table A9 Input Assembly
Byte 0 Byte 0
PCCC Read 4
elements @ “A9:16”" Byte 1 Byte 1
Byte 16 <= Byte 16
Byte 17 €<= = = = = 4 Byte 17
Byte 18 == === Byte 18
Byte 19 - Byte 19
Byte n Byte n
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The UserData begins at word offset 4 (counting from 0) of the Output Assembly. To write 4
words of UserData you would issue the following PLC command.

PLC Command Integer Table N7 Output Assembly
Word 0 Word 0

PCCC Write 4

elements @ “N7:4" AN .

Word4  |7—--- > Word 4
Word5  |=---- > Word 5
Word6 |7~ --—- > Word 6
Word?7  |7=--—- > Word 7
Word 8 Word 8
Word n Word n

The bit to trigger an acquisition is in byte offset 0 of the Output Assembly. To write to this
byte you would issue the following PLC command.

PLC Command ASCII Table A9 Output Assembly
PCCC Write 1 / Byte0 = [F----2 >| Byte 0
element @ “A9:0” Byte 1 Byte 1
Byte 2 Byte 2
Byte 3 Byte 3
Byte 4 Byte 4
Byte 5 Byte 5
Byte n Byte n

The PCCC Object supports a special case mapping of a string table element (ST10:0) to the
DMCC service. Any string written to ST10:0 will be passed to the DMCC service for
processing. This allows PCCC write string commands to be used to invoke DMCC
commands.

NOTE

The string table is only one element in size. Writing to the other elements will return an
error.

PLC Command String Table ST10

PCCC Write 1 /y{ Sting 0 | _ -

element @ “ST10:0”

~
~
~
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Rockwell ControlLogix Examples
Implicit Messages transmit time-critical application specific I/O data, and can be point-to-
point or multicast. Explicit messages require a response from the receiving device. As a
result, explicit messages are better suited for operations that occur less frequently. An
instruction to send a DMCC command is an example of an explicit message.

Implicit Messaging

EtherNet/IP implicit messaging allows a DataMan reader’s inputs and outputs to be mapped
into tags in the ControlLogix PLC. Once these connections are established the data is
transferred cyclically at a user defined interval (10ms, 50ms, 100ms, etc).

The figure below represents Ethernet-based I/0 through EtherNet/IP:

ControlLogix DataMan ID Reader

DataMan:I Input
Assembly

A

A

ID Reader
Object

A 4

Output
Assembly A

DataMan:O

\ 4 A 4 A\ 4
Acquisition Decode DMCC
Subsystem Subsystem Subsystem

The Input Assembly and Output Assembly map various attributes (data) from the ID
Reader object: The Input Assembly is the collection of DataMan reader data values sent to
the PLC (PLC inputs); and the Output Assembly is the collection of data values received by
the DataMan reader from the PLC (PLC outputs).

Establishing an Implicit Messaging Connection

To setup an EtherNet/IP implicit messaging connection between a DataMan and a
ControlLogix controller, the DataMan reader must first be added to the ControlLogix I/O
Configuration tree. The most efficient method is to use the Add-On-Profile. This example
assumes that the Add-On-Profile has already been installed. If you do not have the Add-
On-Profile, see Section Using the Generic EtherNet/IP Profile.

To establish an implicit messaging connection with a ControlLogix PLC:

1. Open RSLogix5000 and load your project (or select “File->New...” to create a new
one).

From the I/O Configuration node, select the Ethernet node under the project Ethernet
Module, right-click on the icon and select New Module from the menu:
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- €3] 1JO Configuration
- B3 1756 Backplane, 1756-A7
§a [0] 1756-L61 Test
= 8 [1]1756-EN2T{A Test
L Etheroat
18 New Module...

2. From the Select Module dialog, choose your model of DataMan ID Reader from the list.
NOTE

This option will only be available after the DataMan Add-On Profile has been installed.

I Select Module @

Module Description

+ - Allen-Bradley

- Cognex Corporation
DataMan 200 Series 1D Reader
DataMan 500 Series 1D Reader
DataMan 8000 Series 1D Reader
In-Sight 1700 Series Vision System
In-Sight S000 Series Vision System
In-Sight Micro Series Vision System

+ Parker Hannifin Corp.

End. | AddFavoite |

ByCategoy ByVendor | Favores |
| oK | Cancel | Help [

NOTE

The remainder of the steps is identical regardless of which DataMan model is selected.

3. After the selection is made, the configuration dialog for the DataMan ID Reader system
will be displayed. Give the module a name and enter the DataMan’s IP address. The
default is a bidirectional (send/receive) connection consisting of control, status, and 32
bytes of result data with keying disabled. To change this default connection, select the
“Change...” button. If no change is required skip over the next step.
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I New Module @

General® | Connection | Module Infa | Vendor |
Type: DataMan 500 Series ID Reader
Vendor: Cognex Corporation
Parent: LocalENB Ethemet Address
Name: MyDMS500 O Private Network: 192.168.1.
Description: ) IP Address: 0. 28 . 9 .92
O Host Name:
Module Definition
Revision: 1.1
Electronic Keying: Compatible Module
Connection: Data (Bidirectional)
Input Results from Sensor:  SINT-32
Output Data to Sensor: Control Only
Status: Creating 0K I Cancel Help

4. Change the connection configuration.

Selecting the “Change...” button will bring up the Module Definition dialog. This dialog is
used to alter the connection configuration. You can change:

e DataMan revision

e Electronic keying

e Connection type (bidirectional/receive-only)
e Amount of data received (from the DataMan)

¢ Amount of data sent (to the DataMan)

Module Definition

J‘

Beviin e
Electromc Keying: lDisab’c Keyng
Connection: Dsta (Budirectional)

Input Resuts from Sensor:  SINT.32
Qutput Data to Sensor: Control Ondy

KA CARM KR

Cancel Hep |

Electronic Keying: Defines the level of module type checking that is performed by the
PLC before a connection will be established.

Exact Match - All of the parameters must match or the connection will be rejected.

e Vendor
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e Product Type

e Catalog Number
e Major Revision

e Minor Revision

Compatible Module - The following criteria must be met, or else the inserted module will
reject the connection:

e The Module Types must match
e Catalog Number must match
e Major Revision must match

e The Minor Revision of the module must be equal to or greater than the one specified in
the software.

Disable Keying — The controller will not employ keying at all.
Connection: Defines the type of data flow.

Data (Bidirectional) — The connection will send data (to the DataMan) and receive data
(from the DataMan).

Input (Results only) — The connection will only receive data (from the DataMan). Generally
used in situations where more than one PLC needs to receive data from the same DataMan
device.

Input Results from Sensor: Defines the amount of data received on the connection
(from the DataMan). The minimum amount is the Status data only. The connection can be
configured to also receive read result data. The amount of result data received is defined in
fixed increments (16 bytes, 32 bytes, 64 bytes etc). The size should be selected to return
no more than the largest code size to be read by the application. Setting the size larger
wastes network bandwidth and diminishes performance.

Module Definition 3

Revision: 1 - —]

Electrorc Keving: [Dwob’c Keyng _'_I
Connection: Data (Bidkectional) v|
Input Resuts from Sensor: [SNT-484 L]

Output Data to Sensor:

| 0K I Cancel Hep

Output Data to Sensor: Defines the amount of data transmitted on the connection (to the
DataMan). The minimum amount is the Control data only. The connection can be
configured to also send user data. The amount of user data sent is defined in fixed
increments (16 bytes, 32 bytes, 64 bytes etc).
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Module Definition 3

I j’

Bevsin |
Electionc Keying: | Disable Keying -l
Connection: Data (B ectional) |
Input Resuts from Sensor: | SINT-484 |
Output Data to Sensor: |SINT-484 |

5. The final step is configuring the connection rate. The rate at which data is
transmitted/received is defined as the Requested Packet Interval (RPI). The RPI
defines how frequently the data is transmitted/received over the connection. To
optimize network performance this rate should be set no lower than absolutely
required by a given application. In general it should be set no lower than 2 the
expected maximum read rate of the user application. Setting it lower wastes
bandwidth and does not improve processing performance.

6. Select the “"Connection” tab of the "New Module” dialog to set the rate.

M New Module @
General* Connoction” | Modue Info | Vende |

Requasted Packet Interval (RPI) 200-3] me(1.0-7500)
I~ Inkibit Module
[T Maoe Faut On Controler If Connechion Fasls White n Run Mode

Module Faut

Statuzz  Creating

7. After adding the module to ControlLogix, the I/0O tree should appear as follows:
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-5 1O Configuration
- 83 1756 Backplane, 1756-A7
15'] [1] 1756-L61 ControlLogix_Implicit_all_S00
= [3]1756-EN2T MyEN2T
- &% Ethernet
8 1756-EN2T MyEN2T
’J DataMan S00 Series MyDMS00

8. When the DataMan module is added to the I/O tree RSLogix 5000 creates tags that
map to the DataMan reader Input and Output Data (i.e. the Input & Output Assembly
Objects in the DataMan Reader). These tags can be found under the “Controller Tags”
node of the project tree.

NOTE

The base name of these tags is the name you gave to the DataMan Module that you added
to the I/0O Configuration in the earlier steps.

=123 Contraller ControlLogix_Tmplicit_all_! Scope: ﬁl ControlLogis_lmg + Show... Show Al
[Z3 contraler Fault Handler Hlans - | bl s | Sl el o
[ Power-Up Handler || = MpDOME0C:| foaa1 CC:Datatd an_
=125 Tasks — MpDrB00:1. Statuz . CC:Datatdan,
- @ MainTask - ApDRB00: . Status. TriggerR eady 0| Decimal BOOL
+I- (3 MainProgram MuDMBO0: |5 tatus. Triggerdck 0|Decimal BOOL
{53 Unscheduied Programs | Phases | 1™ MyDMS00: Status. Acquiring 0| Decimal BOOL
-5 Matian Groups = 5 3
7 Ungrauped Axes | tpDkAB00:| Statuz. Mizzeddog 0 | Decimal BOOL
3 add-on Instruckions | pD500:1.5tatus. D ecoding 0| Decimal BOOL
-1 Data Types - D k5001 Status. D ecodeCompleted 0| Decimal BOOL
+ % User-Defined | tAwDbB00:] S tatus. R esultsBulferQverun 0| Decimal BOOL
¥ % i:‘d”%sn oot ] MyDMEO0: 1.5 tatus. Resultsévaiable 0 |Decimal BOOL
. % Predefined - ApDbB00: 1. 5 tatus. GeneralF ault 0| Decimal BOOL
I E@ Module-Defined - MpDRE00: . Statuz. TrainCodedck 0 | Decimal EOOL
3 Trends - MpDRMB00: . Statusz. Trainkd atchStringdck 0| Decimal EOOL
=125 1O Configuration - MuDMB00: S tatus. TraimFocustck 0| Decimal BOOL
=1 B9 1756 Backplane, 1756-47 || MyDMBO0: . Status TrainBrightnesséick 0| Decimal BOOL
B %ﬂ E;} i;g:;ﬁ;?ﬁgﬂ;@'x-l [ | MyDMBOD | Status Untiaindck 0 Decinal BOOL
- 2 Ethernet | tpDRAB00: | Statuz. E ecuteD mochck 0 | Decimal BOOL
ﬁ 1756-ENZT MyEMZT | tpDRAB00: | Statuz. S ethd atchS tingdck 0 | Decimal BOOL
ﬂ DataMan 500 Series | (|| + tpD k5005 tatus. Triggerl D 0| Decimal INT
- + tpD k500 Status. Result D 0| Decimal INT
- + tpD 5001 Status. ResultCode 0| Decimal INT
- + tpD k5001 Status. B esultE stended 0| Decimal INT
- + tpD 5001 Status. B esultLength 0| Decimal INT
|+ MyDME0E] R esultData {3 ASCH SINT[484]
| = MpDMEDCO foaa1 CC:Datatd an_
— MpD k5000 Comntral foaa1 CC:Datatd an_
< 3 - tpDMB00:0.Contral. TriggerE nable 0| Decimal BOOL
- tApDrB00: 0. Contral. Trigger 0| Decimal BOOL
| tpDrAB00: 0. Control. ResulzBufferE nable 0 | Decimal BOOL
| tpDrB00: 0. Control. Resultzick 0 | Decimal BOOL
| tpDS00:0. Control. TrainCode 0 | Decimal BOOL
| tAwDbS00: 0. Contral. T rainkd atchString 0| Decimal BOOL
| twDbS00: 0. Contral. TrainFocus 0| Decimal BOOL
- twDb500: 0. Contral. T rainBrightness 0| Decimal BOOL
| tpDb4500; 0. Contral. Untrain 0| Decimal BOOL
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The tags are organized in two groups: Status and Control. The Status group represents all
the data being received (from the DataMan). The Control group represents all the data

being sent (to the DataMan).

These tags are the symbolic representation of the DataMan Assembly Object contents. The
PLC ladder is written to access these tag values. By monitoring or changing these tag
values the PLC ladder is actually monitoring and changing the DataMan Assembly Object

contents.

NOTE

There is a time delay between the DataMan and these PLC tag values (base on the
configured RPI). All PLC ladder must be written to take that time delay into account.

Accessing Implicit Messaging Connection Data
The section above details establishing an implicit message connection between a
ControlLogix and a DataMan ID Reader. This example assumes that the DataMan Add-On-
Profile is being utilized. One aspect of the Add-On-Profile is that it will automatically
generate ControlLogix tags representing the connection data.

The generated tags are divided into two groups: Status & Control. The Status group
represents all the data being received (from the DataMan). The Control group represents

all the data being sent (to the DataMan).

A description of the Status tag group follows. This is the data received by the ControlLogix

from the DataMan reader.

= MyDM500:I
— MyDM500:]. Status

MyDM500:|. Status. TriggerReady

MyDM500:1. Status. TriggerAck
MyDM500:1. Status. Acquiring
MyDM500:1. Status. Missedécq
MyDM500:1. Status.Decoding

MyDM500:|. Status. DecodeCompleted
MyDMS500:1. Status. ResultsBufferOverrun
MyDM500:1. Status. ResultsAvailable

MyDM500:|. Status. GeneralF ault

MyDM500:1. Status. TrainCodeAck
MyDM500:. Status. TrainMatchStingack
MyDM500:. Status. TrainFocusick
MyDM500:1. Status, TrainBrightnessack

MyDM500:|. Status. Untraindck

MyDM500:1. Status. ExecuteDmecack
MyDM500:1. Status.SetMatchStringack

+ MyDM500:| Status. TriggerlD
+ MyDM500:]. Status. ResuliD
+ MyDM500:1.Status. ResultCode

+ MyDM500:|. Status. ResultE stended

+ MyDM500:1. Status. ResultLength
+ MyDM500:|.ResultD ata

O 000 000 00 00 00 0 0 00 0 0 0 0w

Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal

.« 3 ASCH

CC:DataMan,
CC:DataMan,
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL

INT

INT

INT

INT

INT
SINT[484]

e TriggerReady: Indicates when the DataMan reader can accept a new trigger. This tag
is True when the Control tag “TriggerEnable” has been set and the sensor is not

currently acquiring an image.
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e TriggerAck: Indicates when the DataMan reader has been triggered (i.e. the Control
tag “Trigger” has been set to True). This tag will stay set until the Trigger tag is
cleared.

e Acquiring: Indicates when the DataMan reader is currently acquiring an image; either
by setting the Trigger bit or by an external trigger.

e MissedAcq: Indicates when the DataMan reader misses an acquisition trigger; cleared
when the next successful acquisition occurs.

¢ Decoding: Indicates when the DataMan reader is decoding an acquired image.

¢ DecodeCompleted: Tag value is toggled (10 or 0>1) on the completion of a
decode.

¢ ResultsBufferOverrun: Indicates when the DataMan reader has discarded a set of
decode results because the results queue is full. Cleared when the next set of results
are successfully queued.

¢ ResultsAvailable: Indicates when a set of decode results are available (i.e. the
ResultID, ResultCode, ResultLength and ResultsData tags contain valid data).

e GeneralFault: Indicates when a fault has occurred (i.e. Soft event “SetMatchString”
or “ExecuteDMCC” error has occurred).

e TrainCodeAck: Indicates that the soft event “"TrainCode” has completed.

e TrainMatchStringAck: Indicates that the soft event “TrainMatchString” has
completed.

e TrainFocusAck: Indicates that the soft event “TrainFocus” has completed.

¢ TrainBrightnessAck: Indicates that the soft event “TrainBrightness” has completed.
e UnTrainAck: Indicates that the soft event "UnTrain” has completed.

e ExecuteDmccAck: Indicates that the soft event “"ExecuteDMCC"” has completed.

¢ SetMatchStringAck: Indicates that the soft event “SetMatchString” has completed.

e TriggerID: Value of the next trigger to be issued. Used to match triggers issued with
corresponding result data received later.

e ResultID: The value of TriggerID when the trigger that generated these results was
issued. Used to match TriggerID’s with result data.

e ResultCode: Indicates success/failure of this set of results.

Bit O ,1=read 0=no read

Bit 1 ,1=validated O0=not validated (or validation not in use)

Bit 2 ,1=verified 0=not verified (or verification not in use)

Bit 3 ,1=acquisition trigger overrun

Bit 4 ,1=acquisition buffer overflow (not the same as result buffer overflow).

Bits 5-15 ,reserved (future use)
¢ ResultExtended: Currently unused.
¢ ResultLength: Number of bytes of result data contained in the ResultData tag.

e ResultData: Decode result data.
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A description of the Control tag group follows. This is the data sent from the ControlLogix
to the DataMan reader.

Name & | Value €| Style | Data Type |
- MyDM200:.0 (lane)) CC:DataMan...
— MyDM200:0.Control Haoe CC:DataMan...

MyDM200:0.Control. TriggerE nable
MyDM200:0.Control. Trigger
MyDM200:0.Control. ResultsBufferEnable
MyDM200:0.Control. Resultséck
MyDM200:0.Control. TrainCode Decimal  BOOL
MyDM200:0.Control. TrainMatchString Decimal  BOOL

}
0 Decimal BOOL
0
0
0
0
0
MyDM200:0.Control. TrainFocus 0 Decimal BOOL
0
0
0
0
0
0

Decimal BOOL
Decimal BOOL
Decimal | BOOL

MyDM200:0.Control. TrainBrightness Decimal  BOOL
MyDM200:0.Control. Untrain Decimal |BOOL
MyDM200:0.Control. ExecuteDMCC Decimal BOOL
MyDM200:0.Control.SetMatchString Decimal |BOOL
+ MyDM200:0.Control. UserD ataOption Decimal  |INT
+ MyDM200:0.Control.UserD ataLength Decimal  |INT
+ MyDM200:0.UserData {...} ASCl SINT[484]

e TriggerEnable: Setting this tag enables EtherNet/IP triggering. Clearing this field
disables the EtherNet/IP triggering.

e Trigger: Setting this tag triggers an acquisition when the following conditions are
met:

e The TriggerEnable tag is set.
e No acquisition/decode is currently in progress.
e The device is ready to trigger.

¢ ResultsBufferEnable: When set, the decode results will be queued. Results are
pulled from the queue (made available) each time the current results are
acknowledged. until acknowledged by the PLC. The Decode ID, Decode Result and
Decode ResultsData fields are held constant until the DecodeResultsAck field has
acknowledged them and been set. The DataMan reader will respond to the
acknowledgement by clearing the ResultsValid bit. Once the DecodeResultsAck field is
cleared the next set of decode results will be posted.

e ResultsAck: The ResultsAck tag is used to acknowledge that the PLC has read the
latest results. When ResultsAck is set, the ResultsAvailable tag will be cleared. If
results buffering is enabled the next set of results will be made available when the
ResultsAck tag is again cleared.

e TrainCode: Changing this tag from 0 to 1 will cause the train code operation to be
invoked.

¢ TrainMatchString: Changing this tag from 0 to 1 will cause the train match string
operation to be invoked.

e TrainFocus: Changing this tag from 0 to 1 will cause the train focus operation to be
invoked.
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¢ TrainBrightness: Changing this tag from 0 to 1 will cause the train brightness
operation to be invoked.

e Untrain: Changing this tag from 0 to 1 will cause the un-train operation to be
invoked.

¢ ExecuteDMCC: Changing this tag from 0 to 1 will cause the DMCC operation to be
invoked. A valid DMCC command string must be written to UserData prior to invoking
this soft event.

¢ SetMatchString: Changing this tag from 0 to 1 will cause the set match string
operation to be invoked. The match string data must be written to UserData prior to
invoking this soft event.

e UserDataOption: Currently unused.
e UserDataLength: Number of bytes of user data contained in the UserData tag.
e UserData: This data is sent to the DataMan reader to support acquisition and/or

decode.

Verifying Implicit Messaging Connection Operation

The DataMan reader has been added as an I/O device in a ControlLogix project. After this
project is downloaded to the controller, the I/O connection will be established. Once a
successful connection has been established, cyclic data transfers will be initiated, at the
requested RPI.

To verify a proper I/O connection, follow these steps:
1. Download the project created above to the ControlLogix controller.

2. Upon the completion of the download, the project I/0 indicator should be “I/O OK".
This signifies that the I/O connection has been completed successfully.

in RSLogix 5000 - ControlLogix_Implicit_AlL[175

~(;
File Edit VYiew Search Logic Communications Tools !

Bl & & |B|@| || [Resetmsc
Rem Prog J. ™ Program Mode
No Forces >, M Controller OK

= [_Batie
No Edits
o]

To verify the correct, 2-way transfer of I/O data, in RSLogix, go to the controller tags and
change the state of the TriggerEnable bit from 0 to 1:
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- MyDM200:0
~ MyDM200:0.Control
MyDM200.0.Control TriggerEnable
MyDM200:0.Control Trigger
MyDM200.0 Control ResultsBufferEnable
MyDM200:0 Control Resultshck
| MyOM200:0 Control TrainCode
- MyDM200:0 Control TrainMatchSting
MyDM200:0.Control TranFocus
MyDM200:0 Control TranBnghtness
MyDM200.0 Control Untrain
MyDM200.0.Control ExecuteDMCC
. MyDM200:0.Control SetMatchSting
|+ MyDM200:0.Control UserD atalption
+ MyDM200:0 Control UserD atal.ength

3. The TriggerReady tag changes to 1.

«s}
-}

1 Decimal
0 Decimal
0 Decimal
0 Decimal
0 Decimal
0 Decimal
0 Decimal
0 Decimal
0 Decimal
0 Decimal
0 Decimal
0 Decimal
0 Decimal

EtherNet/IP

CC:DataMan...
CC:DataMan. ..
BOOL

BOOL

BOOL

BOOL

BOOL
BOOL
BOOL

BOOL

BOOL

BOOL

BOOL

INT

INT

4. Triggering is now enabled. Whenever the Trigger tag is changed from 0 to 1, the
DataMan reader will acquire an image. Note that the current TriggerID value is 1. The
results of the next trigger to be issued should come back with a corresponding

ResultID of 1.

5. After the acquisition/decode has completed, the DecodeCompleted tag will toggle and
the ResultsAvailable tag will go to 1. In the example shown here a successful read has
occurred (ResultCode bit 0 = 1) and the read has returned 16 bytes of data
(ResultLength=16). The data can be found in the ResultData tag.

— MyDM200:1
— MyDM200:] Status
MyDM200:1.Status. TriggerReady
MyDM200:1 Status. Triggetdck
MyDM200:1 Status Acquiting
MyOM200:1 Status Misseddcq

.o}
ve}

1 Decimal
0 Decimal
0 Decimal
0 Decimal
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- MyDM500:|
— MyDMS500:1. Status

MyDM500:|. Status. TriggerReady
MyDMS00:1. Status. Triggerdck
MyDM500:|. Status.Acquiring
MyDMS500:1 Status Misseddcq
MyDMS500:|. Status.Decoding
MyDM500:|. Status.DecodeCompleted
MyDM500:1. Status. ResultsBufferOverun
MyDM500:1. Status. Resultsdvailable
MyDMS500:1. Status. GeneralF ault
MyDMS500:1. Status. TrainCodedck
MyDMS500:|. Status. TrainMatchStingack
MyDMS00:|. Status. TrainFocusack
MyDMS00:|. Status. TrainBrightnessack
MyDMS00:1. Status. Untraindck
MyDM500:1. Status. ExecuteDmecéck
MyDMS500:|. Status. SetM atchStingack

+ MyDMS00:1. Status. TriggerlD

+ MyDM500:|. Status. ResuliD

+ MyDM500:1. Status. ResultCode

+ MyDMS500:|. Status. ResultE xtended

+ MyDMS500:| Status.ResultLength

+ MyDMS500:1. ResultData

Explicit Messaging

a |a
el i
OO0 I0I0 |00 |0 |0 0| 0|0 |0 |k | iww

297
296
1
0
5

Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal
Decimal

..} ASCII
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CC:DataMan_
CC:DataMan_
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
INT

INT

INT

INT

INT
SINT[484]

Unlike implicit messaging, explicit messages are sent to a specific device and that device
always responds with a reply to that message. As a result, explicit messages are better
suited for operations that occur infrequently. Explicit messages can be used to read and
write the attributes (data) of the ID Reader Object. They may also be used for acquiring
images, sending DMCC commands and retrieving result data.

Issuing DMCC Commands

One of the more common explicit messages sent to a DataMan ID Reader is an instruction
to execute a DMCC command. Explicit messages are sent from ControlLogix to a DataMan
using MSG instructions. There are two different paths for invoking DMCC messages with

explicit messaging; via the PCCC Object or via the ID Reader Object "SendDMCC" service.
In this example we show the SendDMCC service.

The CIP STRING2 format is required for transmission across EtherNet/IP (that is, 16-bit
length value followed by actual string characters, no null terminator). But Logix stores
strings in a slightly different format (i.e. 32-bit length value followed by actual string
characters, no null terminator). Therefore some of the sample ladder involves converting

to/from the two different string formats.
NOTE

This example is intended as a demonstration of DataMan explicit messaging behavior. This
same operation could be written in much more efficient ladder but would be less useful as a

learning tool.

1. Add the following tags to the ControlLogix Controller Tags dialog:
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Name I Data Type | Style
Send_DMCC_Command |BOOL Decimal

+-DMCC_Command_String STRING

+-DMCC_Result_Stiing STRING

+-Message_Data (SINT[128] Decimal

+/-Message_Result SINT[128] Decimal
Message_Pending |BOOL | Decimal

+-MSG_DMCC MESSAGE

Send_DMCC_Command:

DMCC_Command_String:

DMCC_Result_String:
Message_Data:
Message_Result:

Message_Pending:

Boolean flag used to initiate the command.

String containing the DMCC command to execute.

String receiving the DMCC command results

Temp buffer holding the data to send via the MSG instruction.
Temp buffer holding the data received via the MSG instruction.

Boolean flag used to indicate that a message is in process.

MSG_DMCC: Data structure required by the Logix MSG instruction.
2. Add the following two rungs to the MainRoutine of your ControlLogix
project:
Send DMCC command
Send_DMCC_Command  Message_Pending WOV
JE o Move
Source DMCC_Command_String LEN
21 %
Dest Message_Datal0]
214
O
Copy File
Souwrce DMCC_Command_String DATA[D)
Dest Message_Data[2]
Length DWCC_Command_String LEN

Send_DMOC_Command  Message_Pending  MSG_DMCC DN MO
1L s

ME

Messag e
Message Cordrol MSG_DMCC | ... | (DN Jes
(ER>—

Message_Pending
G'-J

Get DMCC command rezpones

-l -
J L JC

§ f— Move
Source  Message_Resuk[0]
34

Dest DMCC_Resut_String LEN
0+

e

Copy File

Source Messape_Resub|2)
Dest DMCC_Result_String DATAD]
Length  DMCC_Resut_String LEN

Send_DMCC_Command
U

Meszage_Pending
>
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Edit the MSG instruction. Configure it for “"CIP Generic”, service 0x34 “SendDMCC”,

class 0x79 “ID Reader Object” and instance 1. Set the source to "Message_Data” and

the destination to “Message_Result”.

Message Configuration - MSG_DMCC

Wmlcml Tag |
Messageipe: [EEIErr S ~ |
?;;m [Custom | SouceEkment [Message Datall] |

_' Soucelgngth  [128° =] [Bstes)
gw [38  Hex) Qoss: [73 Med) poinaion [Message Resl |

Imstance ‘1 Mrhuta|0 (Hex) New Tag. |
O Enzble O EnableWaling O Stat ® Done Done Lengiit 5
O Emer Code: Extended Emor Code: [ Timed Out ¢
Ence Pathe
Ence Tent:

[ ok ] comcd | o0 | Heb |

4. On the MSG instruction “"Communication” tab, browse for and select the DataMan
which you added to the project I/O Configuration tree. This tells Logix where to send

the explicit message.

Message Configuration - MSG_DMCC

Path: |ent2_lab10_27, 2.10.27.80.82 Browse...
ent2_lb10_27, 2,10.27.80.92

M Message Path Browser

c Path: [M;OM200
ent2_lab10_27, 2,10.27.60.92

I Connecl 27257170 Corfiguration
- €3 1755 Backplane, 175547
89 [1)1756.L61 Contrologic_Explick
= 8 [3)1756EN2T/A ent2_lab10_27

O Embe

= 25 Ethemet
Q Enot Cor § 1795EN2T/A en2_lab10_27
Erce Pathe s J D 23ban 200 Sedns MyOM200
Eror Teat

5.

ok | cence | Heb]_

Download to the ControlLogix and place in “"Run Mode”.

6. To operate:
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e Place a DMCC command in the "DMCC_Command_String” tag. For example “|| >GET
TRIGGER.TYPE$r$1”. Note the $r$l at the end of the string. This is how Logix
represents a CRLF.

e Toggle the “"Send_DMCC_Command” tag to 1.

e When the "Send_DMCC_Command” tag goes back to 0 execution is complete. The
DMCC command results will be found in "DMCC_Result_String”.
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Rockwell CompactLogix Examples

CompactLogix differs very little from ControlLogix in terms of programming. The
ControlLogix examples apply to equally to CompactLogix systems. There is only a slight
difference in adding the DataMan device in the project I/0 tree.

The I/0 Configuration tree in a CompactLogix project looks a bit different from a
ControlLogix project. Regarding the Ethernet connection, the difference is that the Ethernet
logic module is actually embedded in the CompactLogix processor module. It is displayed in
the I/0O Configuration tree as if it were a separate module on the backplane. This module is
also configured exactly like a ControlLogix Ethernet module.

The DataMan module is added in the same way for CompactLogix as for ControlLogix.
Right-click on the Ethernet node in the I/O Configuration tree and select “"New
Module”.

-1 &3 1JO Configuration
- @ Backplane, CompactLogix System
Eg‘] 1769-L32E CompactLoagix_Implicit_All
- 4P 1769-L32E Ethernet Port LocalENB

L Etherng

£ CompactBu ®  New Module...

From the “Select Module” dialog, choose your model of DataMan ID Reader from the list.

M Select Module @

Module Description

+ - Allen-Bradley

- Cognex Corporation
DataMan 200 Series 1D Reader
DataMan 500 Series 1D Reader
DataMan 8000 Series 1D Reader
In-Sight 1700 Series Vision System
In-Sight S000 Series Vision System
In-Sight Micro Series Vision System

+ Parker Hannifin Corp.

End. | AddFavoite |

ByCategoy ByVendor | Favores |
| oK I Cancel | Help |

After the selection is made, the configuration dialog for the DataMan ID Reader system will
be displayed. From this point on configuration and programming are done exactly as shown
in the ControlLogix section above.
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Rockwell SLC 5/05 Examples

This section outlines a PCCC (PC3) Communications configuration between a DataMan
reader and the PLC. This example uses the Allen-Bradley SLC5/05 and Rockwell 500
software.

Setting up the PLC for Ethernet Communication

1. From within the RSLogix 500 software program, open the .RSS file, then open the
Channel Configuration dialog (Project Folder > Controller Folder > Channel
Configuration)

5
Gennral | Chan 1+ System | Chan 0 System | Chan 0+ U |

Channst 1

Drtver: m

™ Wiis Protected

Pacethou Lnk 1D (dec) l2
Edt Reccurca/Ovnet Tmacut (X1 sec) |SO

Diagnoste Fle IS

Channal 0
System Dirrat W User Dawver [ASOI_
Mode: |System - I Mode Change Enabled
™ Wite Pactected Mode Altenticn Chaacter[\15
Pasthulink D ec) [T System Mode Chaaciee[5
£ Rescurca/Owet Tnacad (x 1eme) [60 User Mode Chaactee[U

Dmslcfb'()
[0k ] caca | o0 | Heo |

2. The Allen-Bradley SLC has 2 channels available for configuration: Channel 1
(Ethernet); and Channel 0 (DF1 Full Duplex - serial). Click on the Chan. 1 - System
tab.

3. Configure Channel 1 (Ethernet) as necessary. Consult with a network administrator for
proper settings.
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Channel Configuration 5. = X

General  Chan 1-System | Chan 0- System | Chan 0- User |

Oie  [Erore 2]

Broadcant Addess ﬁ DHRIO Urk 1D |0

Hadwae Addess [0000BCIDAS S

— Pass Thiu Rouing
IPAMIIOL’L/MH Table Fie J

Subont Mask |265 29500

Gmwﬂm;hmzm:s:ns

Protocal Contal

I Bootp Enstls Mg Connechon Timscut fx 18} {15000
Mg Reghy Timeod (x 1S} [3000
Inachvity Timeout (xMin}[3)
Cortact |
Locatee: |
[0k ] et | sy | o |

4. Configure the Timeouts as required.

Message Instruction (MSG)
Message instructions may now be constructed within the application. Refer to the RSLogix
500 documentation for expanded instructions for developing messages.

The following setup parameters can be configured within a Message (MSG) Instruction.

{—)\:."3

=1 Real Write Massage CEN D
Type Peosr-ToVesr
Fasd " Wrne Rasd oD
Target Davice PLCS
Localamate Loasd CER D
Control Elock NZ30
Control Plock Langth 1 |

Setuy Lcvean

e Type: Peer-To-Peer. This cannot be modified.

¢ Read/Write: Select the function you want to perform on a DataMan reader. Read
retrieves data from the DataMan; Write sends data to the DataMan.

e Target Device: Choose PLC5 to talk to a DataMan reader. This tells the SLC which
communication protocol to use. The DataMan reader acts much like a ControlLogix
controller (see Rockwell document 13862).

e Local/Remote: Choose Local to indicate that the DataMan reader is on the same
network as the SLC; Remote tells the SLC that you will be communicating to a
DataMan on another network. For remote communication, you must direct the
message through another device acting as a gateway to that secondary network.
Typically, this could be an Allen-Bradley ControlLogix controller. (Refer to Rockwell
documentation on how to address devices on other networks through a gateway.)

e Control Block: This is a temporary integer file that the MSG instruction uses to store
data (i.e., IP address, message type, etc.). This is typically not the user data to be
sent.

e Control Block Length: This is automatically computed by the MSG instruction.
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Setup Screen: Selecting Setup Screen will open the Message Instruction Setup
dialog.

The following setup parameters can be configured within an MSG Instruction Setup screen.

F3MSG - N23.0 : [5) Elements)

[Generdl | Mutiop |
Thas Contsolier Ceetrol Bits
Commuricaion Conmand | [FLCS Flaad ] lmi&n@dwlml
Data Tabks Addesz [ra i To be setried (NR) (0]
Sen Elemerts 2| Aratig Execution [Ew) 0]
Chorent: 1] Contircus Run (C0} [0
Enc [ER) 0]
Tarost Device Mez2a0 done (DN}
Mez33p0 Timmeout Mezaape Tearaning (5T} (1]
Data Table Addess Messa3e Ensbled [EN} [0

Waving fee Queve Space: [0 ]

Local / Remote : E' MGMWE

Emee

Eno CodefMex} 0

Ence Descrpton

No ewce

This Controller section:

Communication Command: Should be the same command (READ/WRITE) that was
chosen on the first screen (as seen in MSG Instruction screen).

Data Table Address: This is the location of the data file on the SLC where data will
be written to (READ) or sent from (WRITE) (as seen in MSG Instruction screen). In
this instance, 'F8:0', 'F' indicates the float file, '8' indicates the file number 8, and '0'
indicates the offset into that file (in this case, start at the 0™ element). The figure
below shows an example of the Float Table accessed from the RSLogix 500 main
screen.

|F5 Data File F8 — FLOAT

[Fe:2 ] Aisac] -]
Symbol | 1 Courm:|5 'I
Detc: [ ]

||ra_j Bopaties | Ueae | tee |

Size in Elements: This is the number of elements (or individual data) to send. In this
example, two elements are being sent (3.14 and 78.87).

Channel: Depends on the configuration of the SLC. In the SLC, Channel 1 is the
Ethernet port.

Target Device section:

Message Timeout: Choose an appropriate length of time in which the DataMan
reader will be able to respond. If the DataMan does not respond within this length of
time, the MSG instruction will error out. This parameter cannot be changed from this
screen. Message Timeout is determined by the parameters entered in the Channel 1
setup dialog.
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Data Table Address: This is the location on the DataMan reader where data will be read
or written to. In this instance, 'N7:1', 'N' indicates that the data is of type integer (16-bit);
'7" is ignhored by the DataMan (data is always being written to the Output Assembly, and
read from the Input Assembly); and the '1' is the element offset from the start of the
target buffer. For example: If the message were a READ, 'N7:2' would instruct to read the
3 integer (the ":2' indicates the 3™ element, due to the SLC's 0-based index) from the
Input Assembly (because a READ gets data from the DataMan's Input Assembly). If the
message were a WRITE, 'N7:12' would indicate to write a (16-bit) integer value to the 13
integer location of the Output Assembly.

NOTE

The ST10:0 destination address is a special case used for sending DMCC commands to a
DataMan reader. Any string sent to ST10:0 will be interpreted as a DMCC command.

e Local/Remote: Set to Local or Remote, depending on the application.

e MultiHop: This setting is dependent on the information previously entered. For
successful In-Sight communication, this should YES at this time.

Sending DMCC Commands from an SLC 5/05
1. Configure the SLC5/05 as necessary.

2. Create a String Table that will hold your DMCC commands.

Create Deto File @

Fe 10

Toe ‘E-u-; M
Nave: [OMCC

Desc OMCC covesards

Elovents 10

Attutes

Qetas;
[7 Sip When Delotng Uraod Menony

Scope
. Gl

foco

Prowcton

Ceongant Sty * leow
Mersary Nodde Web View Daable
o Concel teo |

3. Add the required DMCC command strings to the Data File.
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v+ Data File ST10 --

DMCC

DLLset LEN String Text

-- DMCC commands El@@

1) Description

ST10:0 LN |>Trigaer on*M*J

ST10:1 1S 1 1>Trigger on*M*J

$T10:2 1S 1 1>Trigger on*M*J

$T10:3 0

5T10:4 0

ST10:5 ]

ST10:6 0

ST10:7 0

$T10:8 0

$T10:9 0 v

Al 2
[ETi00 e

Symbot [ ] 2 =]

Desc: | J

ST10 j Properties | Usage | Hep |

EtherNet/IP

4. Add a new Message (MSG) instruction to your ladder logic and configure it as shown in

the following example:

Invoke DMCOC cormmand DMCC command
via PCCC MSG control block
Bl10O ——MSG
0000 J E Read/Write Message e CEN D s
13 Type Peer-To-Peer
ReadVWnite Write DND—
Taxget Device PLCS
LecalRemote Locad p=CERD—
Contsol Block N17.58
Control Block Langth st
Setup Screen

5. Enter the MSG Setup Screen and configure it as follows:
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7+ MSG - N17:58 : (51 Elements)
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Enot Descaption

No emors

Generel | MutiHop |
This Contrcliec Cerisol Bits
Commrnicaicn Command [FLCS Wrte ] Igncee f bnad cut (10} 0]
Data Table Address: ﬁ | To be retiisd (NRY 0]
Size in Elamants: ] Awahing Execution [EW}
Charnet: [1_ | Corrwous Run (00} [0 ]
Ence ER} 0]
Target Device Message done (DN} [0]
Messegs Timsou: [5 Message Transmiting (57} [0
Data Table Addriess [ST100 Meszage Ensbied (EN} [0]

Local / Remote : MutHog: [Yez: |

W/ abng for Queue Space : [(i]

Emce
Ence Code(Hex) O

This Controller Parameter | Description

Data Table ST10:0 First element from the String Table (ST) created above

Address

Size in Elements 1 Always set to 1. PCCC MSG or.1ly allows 1 string (therefore
1 command) to be sent at a time.

Channel 1 Set this to the Ethernet channel of your controller.

Target Device Parameter | Description

Message Timeout

(From channel configuration dialog)

Data Table
Address

ST10:0

This is the destination address. For DMCC commands, this
will always be ST10:0

6. Click the MultiHop tab and configure it as required (i.e. set IP address of DataMan).

7. When everything is configured, close the MSG window.

8. Save your ladder logic, download it to the controller, then go online and set the
controller in RUN mode.

9. Trigger the message to send it to the DataMan reader.
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Message Instruction Results

Send Natovs Moda
Cotunand to In-Sgh
NG

Resd e Massaoe bt EN -

Type Pear-To-Pear
Fead W nte Wiate et DN
Taaget Davace PLCS
LocalPamote Loczad Cnd
Control Block Xi70
Control Block Langth sl

Tetup Sereen

The Enable (EN) bit of the message instruction will be set to 1 when the input to the
instruction is set high. The Done (DN) bit will be set to 1 when DataMan has replied that
the DMCC command was received and executed with success. If the Error bit (ER) is
enabled (set to 1), there has been a problem with the message instruction. If an error
occurs, click the Setup Screen for the MSG instruction. The Error Code will be shown at the
bottom of the window.

Using the Generic EtherNet/IP Profile

For devices without a specific Add-On-Profile Rockwell provides a Generic EtherNet/IP
profile. This profile allows you to create implicit messaging connections but lacks the
automatic tag generation feature of a specific product Add-On-Profile.

Establishing a Generic Implicit Messaging Connection

To setup an EtherNet/IP implicit messaging connection between a DataMan and a
ControlLogix controller, the DataMan reader must first be added to the ControlLogix I/O
Configuration tree. This can be accomplished with the Rockwell provided generic profile.

To establish a generic implicit messaging connection with a ControlLogix PLC:

1. Open RSLogix5000 and load your project (or select “File->New...” to create a new
one).

2. From the I/O Configuration node, select the Ethernet node under the project Ethernet
Module, right-click on the icon and select New Module from the menu:

= &5 1/0 Configuration
- 83 1756 Backplane, 1756-A7
89 [0] 1756-L61 Test
= 8 [1]1756-EN2T/A Test

2 o

I ‘:J New Module...
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3. From the Select Module dialog, choose the Allen-Bradley Generic Ethernet Module.

M Select Module 3

Module Description Vendo
1738-ENBTJA 1738 10/100 Mops Etharnat Bridge, Twisted-Par Mada Alen8radley A
1788 EWEB/A 1738 10/100 Mops Ethernet Bridge w/Enhanced Web Serv.. Allen-Bradley
1794-AENT]A 1794 10/100 Mbps Etharnet Adapter, Twisted-Par Moda  Allen-8radley
1794-AENT/B 1794 10/100 Mops Etharnet Adapter, Twisted-Par Meda  Allen-8radley
DataMan 200 Seres 10D Reader Cognex Corpr
DrivelogeS7320 Eth... 107100 Mbps Ethernot Port on DrivelogixS730 Alen-Sradley
ETHERNET-ERIDGE  Generic Etherfat/IP CIP Eridge Allen-Bradley
ETHERNET-MODULE Genatic Ethernet Module
EtharNet/Ip SoftLogiKSE00 EtherNet/tP Allen-Bradley
In-Sight 1700 Sext... Vision Sensor Cognex Corpr
In-Sight 3400 Sext... Vision Sensor Cognex Corpe
In-Sight SC00 Sext... Visicn Sensor Cognex Corp
PH-PSSCENAJA Etharnet Adapter, Twisted-Par Moda Parker Hannf ¥

ol | 2l

fird. | addFavoie |
By Category [ By Vendo ] Favorites ]

|0K|Ca\0ei||:lebl

4. After the selection is made, the configuration dialog for the Generic Ethernet Module
will be displayed. Configure the following:

e Give the module a hame.
e Enter your DataMan’s IP address.

e Set the Comm Format to “Data — INT”. This tells the module to treat the data as an
array of 16-bit integers.

e Input Assembly: Set instance 11. Set the size to the amount of Input Assembly data
you want the PLC to receive. Basic “Status” data requires 8 integers. The amount
beyond that will be the actual decode result data. In the example below the size is set
to 24 (8 for status + 16 for result data). This connection will receive the status info
plus 32 bytes of result data.

e Output Assembly: Set instance 21. Set the size to 4 integers. This size is sufficient to
send all required “Control” data to the DataMan.

e Configuration Assembly: Set instance 1. Set size to zero (no used).
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Typa ETHERNETMODULE Genenc Ethomet Module
Vendor AlenBradiey
Patert ent2_lab10_27

Cornmction Parametees

Nape {M;0M200
Descaghion: Ingtance:  Siee
| Irput: [n |2t _‘j (16t)
Outpes [ [ = ety
Conm Format | Dats - INT |
Addess / Hot Name Corfigstion [' IO pC | (ete)
& P Addess [ 10 .27 .68 .9 I |
c uouNm:[ ]
¥ OpenModue Prepaies [ok ] cence | Hep

EtherNet/IP

| :

5. The final step is configuring the connection rate. The rate at which data is
transmitted/received is defined as the Requested Packet Interval (RPI). The RPI
defines how frequently the data is transmitted/received over the connection. To
optimize network performance this rate should be set no lower than absolutely
required by a given application. In no case should it be set to lower than 2 the
median scan rate of the PLC ladder program. Setting it lower wastes bandwidth and

does not improve processing performance.

M JModule Properties: ent2_lab10_27 (ETHERNET-MODULE 1.1)

Genmal Conngeton | Module Info |

Requested Packet Irterval (RF1). | FO.0=]me (1.0-200.0ms)
[ Inhtat Module
[T Mape Faukt On Controliee i Cormaction Fals Whils n Run Meds

Moduls Fauk

Status: Offine | oK | Cancel ] ]

Heb

6. After adding the generic module to ControlLogix, the I/O tree should appear as

follows.

- &3 1jO Configuration
- 83 1756 Backplane, 1756-47
Eﬂ [1] 1756-L61 ControlLogix_Implicit_all
- ) [3]1756-EN2T{A ent2_lab10_27
- &5 Ethernet
ﬂ 1756-EN2T/A ent2_lab10_27
ﬂ ETHERNET-MODULE MyDM200
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7. When the Generic Module is added to the I/O tree RSLogix 5000 creates tags that map
to the DataMan reader Input and Output Data (i.e. the Input & Output Assembly
Objects in the DataMan Reader). These tags can be found under the “Controller Tags”
node of the project tree.

NOTE

The base name of these tags is the name you gave to the Generic Module that you added
to the I/0O Configuration earlier.

=1 &3] Controller ControlLogix_ Scope: Ijh ControlLogix_Exf j Show... Show all
% EE:::E::Z: ;:E; Han Name [ |Value & | Style | Data Type
£ Power-Up Handier | | |t MyDM200:C (...} AB:ETHERNET_MODULE:C:0
= £ Tasks = MyDM200: (...} AB:ETHERNET_MODULE_INT_48Bytes:l:0
- @ MainTask + MyDM200:1.Data I {...} Decimal |INT[24]
+ % MainProgram — MyDM200:0 {000} AB:ETHERNET_MODULE_INT_8Bytes:0:0
1 Unscheduled Progra| | ™1 41 DM200:0.Data {...} Decimal |INT[4]

The tags are organized in three groups: Config *“MyDM200:C"”, Input "MyDM200:1"”, and
Output "MyDM200:0". You can ignore the Config tags (no used). The Input tags represent
all the data being received (from the DataMan). The Ouput tags represent all the data
being sent (to the DataMan).

These tags are the data table representation of the DataMan Assembly Object contents.
The PLC ladder is written to access these tag values. By monitoring or changing these tag
values the PLC ladder is actually monitoring and changing the DataMan Assembly Object
contents.

NOTE

There is a time delay between the DataMan and these PLC tag values (based on the
configured RPI). All PLC ladder must be written to take that time delay into account.

Accessing Generic Implicit Messaging Connection Data

The section above details establishing an implicit message connection between a
ControlLogix and a DataMan ID Reader using the Generic Module profile. Unlike the
DataMan Add-On-Profile the Generic profile does not automatically generate named tags
representing the individual data items within an Assembly Object. Instead it simply
generates an array of data according to the size of the connection you defined.

To access individual data items within an Assembly Object you must manually select the
correct tag offset and data subtype (if necessary) within the tag array that the Generic
profile provided. This can be awkward and error prone since it requires you to manually
reference the vendor documentation which defines the Assembly Objects.

NOTE

The start of the Input tags "MyDM200:1.Data[0]” maps directly to the start of the DataMan
Input Assembly. Likewise, the start of the Output tags "MyDM200:0.Data[0]” maps directly
to the start of the DataMan Output Assembly.

Examples

Input Assembly “TriggerReady”: Bit 0 of word 0 of the Input Assembly. From the Input tag
array for the DataMan select bit 0 of word 0.
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— MyDM200:I Hennd) AB:ETHERNET_MODULE_INT_48Bytes:|:0
— MyDM200:1.Data {...} Decimal INT[24]
— MyDM200:1.Data[0] 0 Decimal  |INT
MyDM200:1.D ata[0).0 Decimal  BOOL
MyDM200:1.D ata[0].1 0| Decimal |BOOL
MyDM200:1.Data[0].2 0 Decimal |BOOL
MyDM200:1.Data[0].3 0 Decimal BOOL
MyDM200:1.D ata[0]. 4 0 |Decimal |BOOL
MyDM200:1.Data[0].5 0 Decimal |BOOL
MyDM200:1.D ata[0].6 0 Decimal | BOOL
MyDM200:1.Data[0).7 0 Decimal | BOOL
MyDM200:1.Data[0].8 0 Decimal |BOOL
MyDM200:1.Data[0].9 0 Decimal BOOL
MyDM200:1.Data[0).10 0 Decimal BOOL
MyDM200:1.D ata[0].11 0 Decimal BOOL
MyDM200:1.Data[0].12 0 Decimal |BOOL
MyDM200:1.Data[0).13 0 Decimal | BOOL
MyDM200:1.Data[0).14 0 Decimal BOOL
MyDM200:1.Data[0].15 0 Decimal |BOOL

Input Assembly “ResultLength”: Word 7 of the Input Assembly. From the Input tag array
for the DataMan select word 7.

— MyDM200:| Mool AB:ETHERNET_MODULE_INT_48Bytes:|:0
— MyDM200:1.Data {...} Decimal INT[24]
+ MyDM200:1.D ata[0] 0 | Decimal  [INT
+ MyDM200:1.Data[1] 0 Decimal  |INT
+ MyDM200:1.Data[2] 0 Decimal |INT
+ MyDM200:1.Data[3] 0 Decimal |INT
+ MyDM200:1.Data[4] 0 Decimal  INT
+ MyDM200:1.Data[5] 0 Decimal |INT
+ MyDM200:1.D ata[6] 0 |Decimal  |INT
+ MyDM200:1.Datal7] | 0 Decimal  |INT
+ MyDM200:1.Data[8] 0 Decimal  |INT

Output Assembly “Trigger”: Bit 1 of word 0 of the OutputAssembly. From the Output tag
array for the DataMan select bit 1 of word 0.
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MC Protocol

The MC Protocol uses standard Ethernet hardware and software to exchange I/0 data,
alarms, and diagnostics. It is Mitsubishi Electric’s publicly available, standardized
communication format for communicating with Q, iQ and L Series PLCs through Ethernet or
serial connections. DataMan supports MC Protocol on Ethernet only.

By default the DataMan has MC Protocol disabled. The protocol can be enabled in the Setup
Tool, via DMCC, or by scanning a parameter code.

DMCC

The following commands can be used to enable/disable MC Protocol. The commands can be
issued via RS-232 or Telnet connection.

NOTE

Because you have to make changes to the Telnet client provided by Windows to
communicate with DataMan, it is recommended you use third party clients such as PuTTY.

Enable:

| | >SET MC-PROTOCOL.ENABLED ON
| | >CONFIG.SAVE
| | >REBOOT

Disable:

| |>SET MC-PROTOCOL.ENABLED OFF
| | >CONFIG.SAVE
| | >REBOOT

Reader Configuration Code
Scanning the following reader configuration codes will enable/disable PROFINET.

NOTE

You must reboot the device for the change to take effect.

Enable: Reboot:

Setup Tool

MC Protocol can be enabled by checking Enabled on the Industrial Protocols pane’s MC
Protocol tab. Make sure you save the new selection by clicking Yes to the Reboot Required
message window.

NOTE

You must reboot your reader for the new settings to take effect.
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MC Protocol Scanner
MC Protocol on DataMan is implemented as a client type device also referred to as a
scanner. All communication is initiated by the DataMan reader in the form of read and write
requests. The PLC acts as a passive server reacting to the read and write requests. Since
the PLC cannot initiate communication it relies on the reader to periodically ask (scan) the
PLC for any actions or information that the PLC requires (such as triggering or retrieving
read results).

Getting Started

By default, MC Protocol is not enabled on the DataMan reader. The protocol must be
enabled and the protocol configuration parameters must be set to correctly interact with a
PLC. Protocol configuration is accomplished via the DataMan Setup Tool.

1. From the Windows Start menu, start the Setup Tool.

2. Under Communication Settings, click the Industrial Protocols node.

3. Select the MC Protocol tab.

‘B E® Vew Isks Sutem Laguege Heb

o 3
Aornend X Industrial Protocols liel x
=7 Connectto Reader  Show Al
EtherNet/IP™™ | PROFINET | MC Protocol | Modbus TCP Communication Settings

+ @ Results Display
. & How do I change the reader’s serial port
+ @ Light and Camera Settings V] Enabled settings?

# 1 Symbology Settings %) What does the reader transmit when no code

1P Adéress Network Number 0 $peacy
4 Data Validation = @ vihatis transmitted when a code contains
o Host Port 0x 3E8S PC Number [hex] Ox FFi5 nm;n:r\g mamc:e-s’\
we Data Formatin " -
9 Timeout [ms] 5002 pastination Module ¥ what is the MultiPort (RS-232 Sharing)
=& Communication Settings Poll Interval fms) 100012 [OX3FF = Local stattion v Foac,
: 2 & How do I configure the network settings of
1 Non-Printing Characters PLC Series |QCPU M| the reader?
@ Custom Commands Number
Name Selected Device Offsat &Md Description
%7 Network Settings T . ~
mM -0 &0 2 Vision control block starting address
< Industrial Protocols Status None -0 &0 &+ | Vision status block starting address. E
“ System Settings PLC Input [Hone ~ |0 |0 3 User data block starting address
None 0 0 | Inspection results block stadting addre:
& Process Monitor PLC Oupia '—v o - o o e
Command [Nono |0 410 ¢+ Command string starting address.
Command R... |None v |0 $0 2 Command resut data starting address
« " »
Untraned Connected

4. Enable the protocol and set the proper configuration settings.

MC Protocol configuration consists of two aspects; defining the network information and
defining the data to be exchanged. All configuration parameters are accessed via the MC
Protocol tab.

You must modify the “IP Address” to match the address of your PLC. Also, modify “Network
Number”, “PC Number” and “Destination Module” if they differ from your network.
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MC Protocol

Make sure you select System > Save Settings to save any changes made to the MC
Protocol configuration settings. Also, the reader must be rebooted for the new settings to

take effect.

Network Configuration

The network configuration defines all the information that the DataMan reader needs to

establish a connection with a PLC.

Name Default Range Description
IP Address | <empty > Any valid IP address IP Address of the PLC to
connect to.
Host Port 3000 Any Hex port number Port number of the MC Protocol
(Hex) 1000-FFFF channel on the PLC
Timeout Time to in milliseconds for a
(ms) 1000 5 - 30000 response from the PLC to an
MC Protocol message.
Poll Interval Requested time in milliseconds
(ms) 1000 10 - 30000 between successive polls of the
Control Block from the PLC.
. Defines frame type used.
PL P P LCP
C Series QCPU QCPU or LCPU Currently only 3E supported.
Network MC Protocol network number
0 0-239 to communicate with (0 = local
Number
network)
1 -120 = station on CC- Station identifier on the
Link IE field specified network of the
network adapter destination module.
126 = Master station on
PC Number | OxFF CC-Link IE field
network
255 = Direct connect to
local station
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Name Default Range Description
Ox3ff = Local station Module identifier of the device
(default) to connect to.
0x3d0 = Control system
CPU
0x3d1 = Standby
Destination system CPU
Module OX3FF | 0x3d2 = System A CPU

0x3d3 = System B CPU

0x3e0 = CPU 1
0x3el = CPU 2
Ox3e2 = CPU 3
0x3e3 = CPU 4

Data Block Configuration

The data block configuration defines the data that will be exchanged between the DataMan
reader and the PLC. Six data blocks are available. Each block has a predefined function.

Not all data blocks are required. Configure only those data blocks which are needed by
your application. Typically the Control and Status blocks are defined because they control
most data flow. However, there are some use cases where even these blocks are not

required.

A data block is configured by defining the PLC Device type (that is, memory type), Device
offset and Number of Devices contained in the data block. If either the Device type or
Number of Devices is undefined, that block will not be used (that is, no data will be

exchanged for that block).

Block Name Supported Device Types Offset Number of Devices
Control <none>, D, W, R, ZR, M, X, | 0 - 65535 0, if type <none>
YI LI FI B 32, if bit type
2, if word type
(read-only)
Status <none>, D, W, R, ZR, M, X, | 0 - 65535 0, if type <none>
Y,L,F, B 32, if bit type
2, if word type
(read-only)
PLC Input None, D, W, R, ZR 0 - 65535 0 -960
PLC Output None, D, W, R, ZR 0 - 65535 0 -960
Command None, D, W, R, ZR 0 - 65535 0 -960
Command None, D, W, R, ZR 0 - 65535 0 -960
Result
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Interface

This section describes the interface to the DataMan reader as seen by the PLC via MC
Protocol. The interface model consists of 6 data blocks grouped in 3 logical pairs:

e Control and Status
e Input Data and Output Data
e String Command and String Response

Not all of the blocks are required. You may select which blocks are appropriate for your
particular application. However, Control and Status will generally be included for most
applications.

You can define the starting address and device type for each interface block that you
choose to use in your application. Undefined blocks will not be exchanged. For any transfer
(read or write) the entire block is sent, even if only one field within the block has changed
value. The protocol implementation will minimize network use by grouping as many value
changes as logically possible into a single transfer.

Control Block

The Control block contains bit type data. However, the block may be defined to exist in
either bit or word memory in the PLC. This block consists of the control signals sent from
the PLC to the reader. It is used by the PLC to initiate actions and acknowledge certain data

transfers.
Bit7 | Bit6 | Bit5 | Bit4 | Bit3 | Bit2 | Bitl1 | BitO
Buffer .
Reserved Results Results Trigger Trigger
Ack Enable
Enable
Bit15 | Bit14 | Bit13 | Bit12 | Bit11 | Bit10 | Bit9 Bit 8
Reserved
Bit23 | Bit22 | Bit21 | Bit20 | Bit19 | Bit18 | Bit17 | Bit16
Initiate
Reserved String Seé User
ata
Cmd
Bit 31 Bit 30 Bit 29 Bit 28 Bit 27 Bit 26 Bit 25 Bit 24
Soft Soft Soft Soft Soft Soft Soft Soft
Event 7 Event 6 Event 5 Event 4 Event 3 Event 2 Event 1 Event O
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Control Block Field Descriptions

Bit Name Description
0 Trigger This field is set to enable triggering via the Trigger bit. Clear
Enable this field to disable the network triggering mechanism.
1 Trigger Setting this bit triggers an acquisition.

Note, the Trigger Ready bit must be set high before triggering
an acquisition.

2 Buffer When this bit is set, each read result set (ResultID,
Results ResultCode, ResultLength and ResultData fields) will be held
Enable in the Output Block until it is acknowledged. Once

acknowledged, the next set of read results will be made
available from the buffer. If new read results arrive before the
earlier set is acknowledged the new set will be queued in the
reader’s buffer. Up to 6 sets of read results can be held in the
reader’s buffer. Refer to Section Operation for a description of
the acknowledgement handshake sequence.

3 ResultsAck | Set by the PLC to acknowledge that it has received the latest
results (ResultID, ResultCode, ResultLength and ResultData
fields). When the reader sees this bit transition from 0->1 it
clears the ResultsAvailable bit. This forms a logical handshake
between the PLC and reader. If result buffering is enabled, the
acknowledgement will cause the next set of queued results to
be moved from the buffer. See Section Operation for a
description of the acknowledgement handshake sequence.

4-15 Reserved Future use

16 SetUserData | Set by the PLC to signal that new UserData is available. After
reading the new UserData the reader sets SetUserDataAck to
signal that the transfer is complete. This forms a logical
handshake between the PLC and reader.

17 Initiate Set by the PLC to signal that a new StringCommand is
StringCmd available. After processing the command the reader sets
StringCmdAck to signal that the command result is available.
This forms a logical handshake between the PLC and reader.

18-23 Reserved Future use

24-31 SoftEvents Bits act as virtual discrete inputs. When a bit transitions from
0->1 the associated action is executed. After executing the
action the reader sets the corresponding SoftEventAck to
signal that the action is complete. This forms a logical
handshake between the PLC and reader.

Bit0: Train code

Bitl: Train match string

Bit2: Train focus

Bit3: Train brightness

Bit4: Un-Train

Bit5: Reserved (future use)
Bit6: Execute DMCC command
Bit7: Set match string
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Status Block
The status block contains bit type data. However, the block may be defined to exist in
either bit or word memory in the PLC. This block consists of the status signals sent from

the reader to the PLC. It is used by the reader to signal status and handshake certain data

MC Protocol

transfers.
Bit7 | Bit6 | Bit5 | Bit4a | Bit3 | Bit2 | Bitl1 | BitO
Missed - Trigger Trigger
Reserved Acq Acquiring Ack Ready
Bit15 | Bit14 | Bit13 | Bit12 | Bit11 | Bit10 | Bit9 Bit 8
Results Decode
G::a;ll:alrtal Reserved AReiuI;Is Buffer Complete | Decoding
vailable Overrun Toggle
Bit23 | Bit22 | Bit21 | Bit20 | Bit19 | Bit18 | Bit17 | Bit16
String Set User
Reserved Cmd Ack Data Ack
Bit 31 Bit 30 Bit 29 Bit 28 Bit 27 Bit 26 Bit 25 Bit 24
SoftEvent | SoftEvent | SoftEvent | SoftEvent | SoftEvent | SoftEvent | SoftEvent | SoftEvent
Ack 7 Ack 6 Ack 5 Ack 4 Ack 3 Ack 2 Ack 1 Ack 0

Status Block Field Descriptions

Bit Name Description

0 Trigger Ready Indicates when the reader is ready to accept a new
Trigger. The reader sets this bit when TriggerEnable has
been set and the reader is ready to accept a new trigger.

1 TriggerAck Indicates when the reader recognizes that Trigger has
been set. This bit will remain set until the Trigger bit has
been cleared.

2 Acquiring Set to indicate that the reader is in the process of
acquiring an image.

3 Missed Acq Indicates that the reader missed a requested acquisition
trigger. The bit is cleared when the next acquisition is
issued.

4-7 Reserved Future use

8 Decoding Set to indicate that the reader is in the process of
decoding an image.

9 Decode Complete Indicates new result data is available. Bit toggles state

Toggle (0>1 or 1>0) each time new result data becomes
available.

10 Results Buffer Set to indicate that the reader has discarded a set of read

Overrun results because the PLC has not acknowledged the earlier
results. Cleared when the next set of result data is
successfully queued in the buffer. This bit only has
meaning if result buffering is enabled.

11 Results Available Set to indicate that new result data is available. Bit will
remain set until acknowledged with ResultsAck even if
additional new read results become available.

12-14 Reserved Future use
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Bit Name Description

15 General Fault Set to indicate that an Ethernet communications fault has
occurred. Currently only used by soft event operations.
Bit will remain set until the next successful soft event or
until TriggerEnable is set low and then high again.

16 Set User Data Ack Set to indicate that the reader has received new
UserData. Bit will remain set until the corresponding
SetUserData bit is cleared. This forms a logical
handshake between the PLC and reader.

17 String Set to indicate that the reader has completed processing
Cmd Ack the latest string command and that the command
response is available. Bit will remain set until the
corresponding InitiateStringCmd bit is cleared. This forms
a logical handshake between the PLC and reader.

18-23 Reserved Future use
24-31 SoftEvent Set to indicate that the reader has completed the soft
Ack event action. Bit will remain set until the corresponding

SoftEvent bit is cleared. This forms a logical handshake
between the PLC and reader.

Bit0: Ack train code

Bitl: Ack train match string

Bit2: Ack train focus

Bit3: Ack train brightness

Bit4: Ack untrain

Bit5: Reserved (future use)

Bit6: Ack Execute DMCC command
Bit7: Ack set match string

Input Data Block

The Input Data block contains word type data. This is data sent from the PLC to the reader.
The block consists of user defined data that may be used as input to the acquisition/decode
operation.

Word O | Word1 | Word 2..N

Reserved User Data User Data
Length

Input Data Block Field Descriptions

Word Name Description
0 Reserved Future use
1 User Data Number of bytes of valid data actually contained in the
Length UserData field.
2..N User Data User defined data that may be used as an input to the
acquisition/decode.
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Output Data Block
The Output Data block contains word type data. This is data sent from the reader to the
PLC. The block consists primarily of read result data.

Word 0 Word 1 Word 2 Word 3 Word 4 Word 5..N
Reserved Trigger ID Result ID Result Code [ Result Length Result Data

Output Data Block Field Descriptions

Word Name Description
0 Reserved Future use
1 Trigger ID Trigger identifier. Identifier of the next trigger to be issued.

Used to match issued triggers with result data that is received
later. This same value will be returned as the ResultID of the
corresponding read.

2 Result ID Result set identifier. This is the value of TriggerID when the
corresponding trigger was issued. Used to match up triggers
with corresponding result data.

3 Result Code | Indicates the success or failure of the read that produced this
result set.
BitO: 1=Read, 0=No read
Bitl: 1=Validated, 0=Not Validated
Bit2: 1=Verified, 0=Not Verified
Bit3: 1=Acquisition trigger overrun
Bit4: 1=Acquisition buffer overrun
Bit5-15: Reserved (future use)
4 Result Data | Number of bytes of valid data actually in the ResultData field.
Length

5..N Result Data | Result data from this acquisition/decode.

String Command Block
The String Command block contains word type data. This is data sent from the PLC to the
reader. The block is used to transport string based commands (DMCC) to the reader.

NOTE

Do not send string commands that change the reader configuration at the same time that
reads are being triggered. Changing configuration during acquisition/decode can lead to
unpredictable results.

Word 0 Word 1..N

Length String Command
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String Command Block Field Descriptions

Word Name Description
0 Length Number of bytes of valid data in the StringCommand field.
1..N String ASCII text string containing the command to execute. No null
Command | termination required.

String Command Result Block

The String Command Result block contains word type data. This is data sent from the
reader to the PLC. The block is used to transport the response from string based
commands (DMCC) to the PLC.

Word 0 Word 1 Word 2..N
Result Length String Command Result
Code

String Command Result Block Field Descriptions

Word Name Description

0 Result Code | Code value indicating the success or failure of the command.
Refer to the Command Reference, available through the
Windows Start menu, for specific values.

1 Length Number of bytes of valid data in the StringCommand field.

2..N String ASCII text string containing the command to execute. No null
Command | termination required.
Result
Operation

MC Protocol is a command/response based protocol. All communications are originated
from the DataMan reader. The reader must send read requests to the PLC at a periodic
interval to detect changes in the control bits.

Scanning

To initiate actions or control data transfer, the PLC changes the state of certain bits of the
Control block. Since only the reader can initiate communications, the reader scans (that is,
reads the Control block from the PLC) at a periodic rate. This rate is defined by the user.

After each scan, the reader will process changes in state of the bits in the Control block.
Some state changes require additional communications with the PLC, such as writing
updated acknowledge bit values or reading a new string command. These additional
communications are handled automatically by the reader. Other state changes initiate
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activities such as triggering a read or executing a soft event. The reader performs the
requested action and later reports the results.

For any transfer (read or write), the entire interface block is sent, even if only one field
within the block has changed value. The protocol implementation will minimize network
usage by grouping as many value changes as logically possible into a single transfer.

Typical Sequence Diagram

DataMan PLC
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: : Reader sends results
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Write (Results I
| ( ) | ResultsAvailable and
| Write (Status) ! DecodeComplete bits.
| |
|
Handshaking

A number of actions are accomplished by means of a logical handshake between the reader
and PLC (triggering, transferring results, executing soft events, string commands, and so
on). This is done to ensure that both sides of a transaction know the state of the operation
on the opposite side. Network transmission delays will always introduce a finite time delay
in transfer data and signals. Without this handshaking, it is possible that one side of a
transaction might not detect a signal state change on the other side. Any operation that
has both an initiating signal and corresponding acknowledge signal will use this basic
handshake procedure.

The procedure involves a four-way handshake.
1. Assert signal

2. Signal acknowledge
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3. De-assert signal
4. De-assert acknowledge

The requesting device asserts the signal to request an action (set bit 0>1). When the
target device detects the signal and the requested operation has completed, it asserts the
corresponding acknowledge (set bit 0>1). When the requesting device detects the
acknowledge, it de-asserts the original signal (1>0). Finally, when the target device
detects the original signal de-asserted, it de-asserts its acknowledge (bit 0>1). To function
correctly both sides must see the complete assert/de-assert cycle (0>1 and 1>0). The
requesting device should not initiate a subsequent request until the cycle completes.

Acquisition Sequence

DataMan can be triggered to acquire images by several methods. It can be done via the MC
Protocol by setting the Trigger bit or issuing a trigger String Command. It can also be done
via DMCC command (Telnet) or hardwired trigger signal. The Trigger bit method will be
discussed here.

On startup the TriggerEnable will be False. It must be set to True to enable triggering via
the MC Protocol Trigger bit. When the device is ready to accept triggers, the reader will set
the TriggerReady bit to True.

While the TriggerReady bit is True, each time the reader detects the Trigger bit change
from 0->1, it will initiate a read. The Trigger bit should be held in the new state until that
same state value is seen in the TriggerAck bit (this is a necessary handshake to guarantee
that the trigger is seen by the reader).

During an acquisition, the TriggerReady bit will be cleared and the Acquiring bit will be set
to True. When the acquisition is completed, the Acquiring bit will be cleared. When the
device is ready to begin another image acquisition, the TriggerReady bit will again be set to
True.

If results buffering is enabled, the reader will allow overlapped acquisition and decoding
operations. TriggerReady will be set high after acquisition is complete but while decoding is
still in process. This can be used to achieve faster overall trigger rates. If result buffering is
not enabled, the TriggerReady bit will remain low until both the acquisition and decode
operations have completed.

Trigger EN |

Trigger Ready _|1_| |2_| |3_| |_
Trigger |1_| r;—l I-m I-;—l
Trigger Ack r1_| I-Z_—I IM_l I-;—I
Acquiring | | | 5 [ |—|_
Missed Acq 1 |—| 3
- ~ N -~ AN MY U -~ D)
Acquisition #1  Acquisition #2 Missed Acq Acquisition #3
| PLC |
| DataMan |
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To force a reset of the trigger mechanism set the TriggerEnable to False until TriggerReady
is also set to False. Then, TriggerEnable can be set to True to re-enable acquisition.

As a special case, an acquisition can be cancelled by clearing the Trigger signal before the
read operation has completed. This allows for the cancellation of reads in Presentation and
Manual mode if no code is in the field of view. To ensure that a read is not unintentionally
cancelled, it is advised that the PLC hold the Trigger signal True until both TriggerAck and
ResultsAvailable are True (or DecodeComplete toggles state).

Decode / Result Sequence

After an image is acquired, it is decoded. While being decoded, the Decoding bit is set.
When the decode operation has completed, the Decoding bit is cleared. The
ResultsBufferEnable determines how decode results are handled by the reader.

If ResultsBufferEnable is set to False, then the read results are immediately placed into the
Output Data block, ResultsAvailable is set to True and DecodeComplete is toggled.

If ResultsBufferEnable is set to True, the new results are queued in a buffer and
DecodeComplete is toggled. The earlier read results remain in the Output Data block until
they are acknowledged by the PLC. After the acknowledgment handshake, if there are
more results in the queue, the next set of results will be placed in the Output Data block
and ResultsAvailable is set to True.

Trigger I | I |
Ready 1 2

Trigger Il_l IT'
Trigger I_l 3
1

Ack

[ 1
Acquiring 4’1—| |2—|
Decoding I—l Iz—\—
1

Decode | | 2
Cmplt 1
Results | | | |
Avail 1 2
Results | |
Ack 1 2

— — _ — — _

Read #1 Read #2
PLC

Results Buffering

There is an option to enable a queue for read results. If enabled, this allows a finite number
of sets of result data to be queued up until the PLC has time to read them. This is useful to
smooth out data flow if the PLC slows down for short periods of time.
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Also, if result buffering is enabled the reader will allow overlapped acquisition and decode
operations. Depending on the application this can be used to achieve faster overall trigger
rates. See Acquisition Sequence description above for further detail.

In general, if reads are occurring faster than results can be sent out, the primary difference
between buffering or not buffering determines which results get discarded. If buffering is
not enabled, the most recent results are kept and the earlier result (which was not read by
the PLC quickly enough) is lost. The more recent result will overwrite the earlier result. If
buffering is enabled (and the queue becomes full) the most recent results are discarded
until room becomes available in the results queue.

SoftEvents

SoftEvents act as “virtual” inputs. When the value of a SoftEvent bit changes from 0 > 1
the action associated with the event will be executed. When the action completes, the
corresponding SoftEventAck bit will change from 0 > 1 to signal completion.

The SoftEvent and SoftEventAck form a logical handshake. After SoftEventAck changes to
1, the original SoftEvent should be set back to 0. When that occurs, SoftEventAck will
automatically be set back to 0.

NOTE

Do not execute soft events that change the reader configuration at the same time that
reads are being triggered. Changing configuration during acquisition/decode can lead to
unpredictable results.

The “ExecuteDMCC"” and “SetMatchString” soft event actions require user supplied data.
This data must be written to the UserData and UserDatalLength area of the Input Data
block prior to invoking the soft event. Since both of these soft events depend on the
UserData, only one may be invoked at a time.

String Commands

The DataMan MC Protocol implementation includes a String Command feature. This feature
allows you to execute string-based DMCC commands over the MC protocol connection. The
DMCC command is sent to the reader via the String Command block. The DMCC command
result is returned via the String Command Result block. Initiating a command and
notification of completion is accomplished by signaling bits in the Control and Status blocks.

To execute a DMCC command, the command string is placed in the data field of the String
Command block. The command string consists of standard ASCII text. The command
format is exactly the same as would be used for a serial (RS-232) or Telnet connection.
The string does not need to be terminated with a null character. Instead, the length of the
string (that is, the number of ASCII characters) is placed in the length field of the String
Command block.

After executing the DMCC command, the result string is returned in the String Command
Result block. Similar to the original command, the result string consists of ASCII characters
in the same format as would be returned via serial or Telnet. Also, there is no terminating
null character. Instead the length of the result is returned in the Command String Result
length field. The Command String Result block also contains a humeric result code. This
allows you to determine the success or failure of the command without having to parse the
text string. The values of the result code are defined in the DMCC documentation.
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General Fault Indicator

When an MC Protocol communication-related fault occurs, the “GeneralFault” bit will
change from 0 - 1. Currently the only fault conditions supported are soft event operations.
If a soft event operation fails, the fault bit will be set. The fault bit will remain set until the
next successful soft event operation, or, until TriggerEnable is set to 0 and then back to 1.

SoftEvent —,—I—I |—|—|—
SoftEventAck |_| |_| |_|_

GeneralFault | |_
“ J
D g D

SoftEvent SoftEvent cycle #2 SoftEvent
cycle #1 (failure occured) cycle #3

Examples

Included with the Setup Tool installer is an example PLC program created with Mitsubishi
(GX Works2) software. This simple program clearly demonstrates DataMan ID readers’
capabilities and proper operation. The same operations can be achieved by using more
advanced features and efficient programming practices with Mitsubishi PLCs. However,
such an advanced program is less useful for demonstration purposes.

Function
The example application demonstrates the following operations:
1. Triggering a read
Getting read results

2
3. Executing string commands (DMCC)
4

Executing soft event operations

a. Train code

b. Train match string
c. Train focus

d. Train brightness

e. Un-train
f. Execute DMCC
g. Set match string

The “Main” program contains a PLC ladder rung to invoke each of these operations. The
operation is invoked by toggling the control bit on the rung from 0 - 1. This will invoke the
associated subroutine to perform the operation. When the operation is complete, the
subroutine will set the control bit back to 0.
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/W [PRGIMAIN |

Perform Read Operation

[ 0]—| } [ eaut b _Tiigg:

Triggering a Read

The example provides two trigger options; “Continuous Trigger” and “Single Trigger”. As
the name implies, enabling the “Continuous Trigger” bit will invoke a continuous series of
read operations. Once enabled, the “Continuous Trigger” control bit will remain set until
you disable it. The “Single Trigger” control bit invokes a single read operation. This control
bit will automatically be cleared when the read is completed.

Primarily, the trigger subroutine manages the trigger handshake operation between the
PLC and the reader. The control Trigger bit is set, the PLC waits for the corresponding
TriggerAck status bit from the reader, and the control Trigger bit is reset. Refer to a
description of handshaking in Section Operation.

The trigger subroutine contains a delay timer. This is not required for operation. It exists
simply to add an adjustable artificial delay between reads for demonstration purposes.

Getting Read Results

For this example the operation of triggering a read and getting read results was
intentionally separated. This is to support the situation where the PLC is not the source of
the read trigger. For example, the reader may be configured to use a hardware trigger. In
such a case, only the get results subroutine would be needed.

Like the triggering subroutine, the get results subroutine manages the results handshake
operation between the PLC and the reader. However, it also copies the result data to
internal storage. The routine waits for the ResultsAvailable status bit to become active, it
copies the result data to internal storage, and then executes the ResultsAck handshake.
Refer to a description of handshaking in Section Operation.

The read result consists of a ResultCode, ResultLength, and ResultData. Refer to Section
Output Data Block Field Descriptions for details of the Resul/tCode values. The ResultLength
field indicates how many bytes of actual result data exist in the ResultData field. The
subroutine converts this byte length to word length before copying the results to internal
storage.

The get results subroutine gathers read statistics (number of good reads, number of no-
reads, and so on). This is not required for operation. It is simply for demonstration
purposes.
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Execute String Commands (DMCC)

The string command feature provides a simple way to invoke DMCC commands from the
PLC. The command format and command result format is exactly identical to that used for
serial or Telnet DMCC operation.

This subroutine copies an example DMCC command (||>GET CAMERA.EXPOSURE) to the
String Command block and then manages the string command handshake operation
between the PLC and the reader to invoke the command and retrieve the command result.
Any valid DMCC command may be invoked with this mechanism. Refer to the DataMan
Command Reference document available through the Windows Start menu.

Execute Soft Events

Soft Events are used to invoke a predefined action. Each Soft Event is essentially a virtual
input signal. Each of the soft event subroutines manages the handshake operation between
the PLC and the reader to invoke the predefined action. The associated action is invoked
when the SoftEvent bit toggles from 0 - 1. The subroutine then watches for the associated
SoftEventAck bit from the reader which signals that the action is complete. For a
description of handshaking, see Section Operation.

NOTE

The “Execute DMCC” and “Set Match String” soft events make use of the Input Data block.
The subroutine for these two events copies the relevant data into the User Data fields of
the Input Data block and then invokes the User Data subroutine to transfer the data to the
reader. Only after the user data is transferred is the actual soft event action invoked. It is
required that the user data be transferred before invoking either of these events.
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" W] [PRGIMAIN % |

| Execute Soft Events

Do_TrainCode

| [ vair
[ 63 _[ | [cau Sub_TrainCode

Do_TrainMatchString

[ 79) _l I [CALL Sub,_Train MatchString
Do_TrainFocus
[ 83 _[ I [EAI.L Sub_TrainFocus

[ 87 _[ I JI:[,‘.ALL Sub_Train Brightness
Do_UnTrain
[ 81 _[ I [CAI.L Sub_UnTeain

Do_ExecuteDMCC

| r 5 oo T
[ 95 _[ | [ca Sub_Execute Dm

Do_SettatchSting

| r Sub_SetMatchS
[ 99]_[ f [eaul Sub_SetMatchString

NOTE

The “Train Match String” soft event only prepares the training mechanism. The actual
training occurs on the next read operation. Therefore, a trigger must be issued following
“Train Match String”.
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Modbus TCP

Modbus is an application layer protocol. It provides client/server communication between
devices connected to different types of buses or networks. Modbus is a request/response
protocol, whose services are specified by using function codes.

Modbus TCP provides the Modbus protocol using TCP/IP. System port 502 is reserved for
Modbus communication. It uses standard Ethernet hardware and software to exchange I/0O
data and diagnostics. DataMan provides Modbus TCP server functionality only.

By default, DataMan has the Modbus TCP protocol disabled. The protocol can be enabled in
the Setup Tool, via DMCC, or by scanning a parameter code.

DMCC

The following commands can be used to enable/disable Modbus TCP. The commands can be
issued via RS-232 or Telnet connection.

NOTE

Because you have to make changes to the Telnet client provided by Windows to
communicate with DataMan, it is recommended you use third party clients such as PuTTY.

Enable:

| |>SET MODBUSTCP.ENABLED ON
| | >CONFIG.SAVE
| | >REBOOT

Disable:

| |>SET MODBUSTCP.ENABLED OFF
| | >CONFIG.SAVE
| | >REBOOT

Reader Configuration Code
Scanning the following reader configuration codes will enable/disable Modbus TCP.

NOTE

You must reboot the device for the change to take effect.

33 £

Enable: Disable: Reboot:

Setup Tool
Modbus TCP can be enabled by checking Enabled on the Industrial Protocols pane’s

Modbus TCP tab. Make sure you save the new selection by clicking Yes to the Reboot
Required message window.
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NOTE

You must reboot your reader for the new settings to take effect.

Modbus TCP Handler

Modbus TCP on DataMan is implemented as a server type device. All communication is
initiated by the PLC in the form of read and write requests. The PLC acts as a client which
actively sends read and write requests.

Getting Started

By default, Modbus TCP is not enabled on the DataMan reader. The protocol must be
enabled and the protocol configuration parameters must be set to correctly interact with a
PLC. Protocol configuration is accomplished via the DataMan Setup Tool.

1. From the Windows Start menu, start the Setup Tool.
2. Under Communication Settings, click the Industrial Protocols node.
3. Select the Modbus TCP tab.

» dm200_efp_test (DM200) - DataMan Setup Tool

: File Edit Miew Tazks System Help
® o 3

Advanced x

Industrial Protocols

=# Connectto Reader
EtherMetAF™ | PROFIMET || MC F'rotoc:0|| Modbus TCP |

&= Results Display
I Light and Camera Settings Epatied
Pﬁ Symengy Set‘tings Port: |:|
AL H o
4 Data Validation M arimurn Connechions
i Data Formatting ldle Timeout
=9 Communication Settings [[] String Byte Swap
% Mon-Printing Charactars
d Custom Commands Narme Address Space Offset Cluantity Description
B9 Natwork Settings Cail w0 + 32 < | Wizion control block starting address.
- Status Dizcrete [nput |0 =32 * | Wision status block starting address.
PLC Input Huolding Register w 2000 & 2005 % | User data block starting address.
% System Setlings PLC Output Input Register W (2000 4 2005 % | Inzpection results block starting ad...
£ Process Monitor Command Huolding Register w 1000 & 000 % | Command string starting address.
Command R_._ | Input Register w (1000 % [1000 % | Command result data starting addr...
[00000D00]) Modbus TCF running

Urtrained [ ] Connected

4. Enable the protocol and set the proper configuration settings.

Modbus TCP configuration consists of two aspects; defining the network information and
defining the data to be exchanged. All configuration parameters are accessed via the
Modbus TCP tab.
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NOTE

Make sure you select System > Save Settings to save any changes made to the Modbus
TCP configuration settings. Also, the reader must be rebooted for the new settings to take
effect.

Network Configuration

The network configuration defines all the information that the DataMan reader needs to
establish a connection with a PLC. In most cases the default values may be used and no
changes are need.

Name Default Range Description

Port number where Modbus TCP

Host Port >02 Fixed can be accessed on this reader.

Maximum number of
3 1-6 simultaneous Modbus TCP
connections.

Max
Connections

Timeout period after which the
Modbus TCP connection will be
closed. If no traffic is received

Idle Timeout
120 1 - 3600 on a Modbus TCP connection for

(seconds) this amount of time, the
connection will automatically be
closed.

String byte swap enable. If set

String byte False True / False to True, bytes within eac_:h _

swap register that forms a string will

be swapped.

Data Block Configuration
The data block configuration defines the data that will be exchanged between the DataMan
reader and the PLC. Six data blocks are available. Each block has a predefined function.

DataMan only supports Modbus TCP server operation. For server operation, only two
configuration options exist. By default the ‘Control’ and ‘Status’ data blocks are located in
bit address space (Coil and Discrete Input). If needed, one or both of these data blocks
may be redefined to exist in register address space (Holding Register and Input Register).
All other data block configurations are fixed.

Block Name Address Space Offset Quantity
Control Coil or Holding Register 0 32, if coil
2, if holding register
Status Discrete Input or Input 0 32, if discrete input
Register 2, if input register
PLC Input Holding Register 2000 1 - 2005
PLC Output Input Register 2000 1-2005
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String Result

Block Name Address Space Offset Quantity
Command Holding Register 1000 1-1000
String

Command Input Register 1000 1-1000

Interface

This section describes the interface to the DataMan reader as seen by the PLC via Modbus
TCP. The interface model consists of 6 data blocks grouped in 3 logical pairs:

e Control and Status

e Input Data and Output Data

e String Command and String Response

The following list contains the data blocks, their start/end addresses and their length.

Data block Name | Start End Size Description
Address address

Control block 0 31 2 words bit access
Status block 0 31 2 words bit access
Input data block 2000 4004 2005 words word access
Output data block 2000 4004 2005 words word access
String Command 1000 1999 1000 words word access
block

String Response 1000 1999 1000 word access
block

Control Block

The Control block contains bit type data. This block consists of the control signals sent from
the PLC to the reader. It is used by the PLC to initiate actions and acknowledge certain data

transfers.
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Bit7 | Bit6 | Bits | Bit4 | Bit3 | Bit2 | Bit1 | Bito
Buffer .
Results . Trigger
Reserved Results Trigger
Ack Enable Enable
Bit15 | Bit14 | Bit13 | Bit12 | Bit11l | Bit10 | Bit9 | Bit8
Reserved
Bit23 | Bit22 | Bit21 | Bit20 | Bit19 | Bit18 | Bit17 | Bit 16
Initiate
Reserved String Seé User
ata
Cmd
Bit31 | Bit30 | Bit29 | Bit28 | Bit27 | Bit26 | Bit25 | Bit24
Soft Soft Soft Soft Soft Soft Soft Soft
Event 7 Event 6 Event 5 Event 4 Event 3 Event 2 Event 1 Event 0

Control Block Field Descriptions

Bit

Name

Description

0

Trigger
Enable

This field is set to enable triggering via the Trigger bit. Clear
this field to disable the network triggering mechanism.

Trigger

Setting this bit triggers an acquisition.

Note that the Trigger Ready bit must be set high before
triggering an acquisition.

Buffer
Results
Enable

When this bit is set, each read result (ResultID, ResultCode,
ResultLength and ResultData fields) will be held in the Output
Block until it is acknowledged. Once acknowledged, the next
set of read results will be made available from the buffer. If
new read results arrive before the earlier set is acknowledged
the new set will be queued in the reader’s buffer. Up to 6 read
results can be held in the reader’s buffer. Refer to Section
Operation for a description of the acknowledgement
handshake sequence.

ResultsAck

Set by the PLC to acknowledge that it has received the latest
results (ResultIlD, ResultCode, ResultLength and ResultData
fields). When the reader sees this bit transition from 0->1 it
clears the ResultsAvailable bit. This forms a logical handshake
between the PLC and reader. If result buffering is enabled, the
acknowledgement will cause the next set of queued results to
be moved from the buffer. See Section Operation for a
description of the acknowledgement handshake sequence.

4-15

Reserved

Future use

16

SetUserData

Set by the PLC to signal that new UserData is available. After
reading the new UserData the reader sets SetUserDataAck to
signal that the transfer is complete. This forms a logical
handshake between the PLC and reader.

17

Initiate
StringCmd

Set by the PLC to signal that a new StringCommand is
available. After processing the command, the reader sets
StringCmdAck to signal that the command result is available.
This forms a logical handshake between the PLC and reader.

18-23

Reserved

Future use
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24-31

SoftEvents

Bits act as virtual discrete inputs. When a bit transitions from
0->1 the associated action is executed. After executing the
action the reader sets the corresponding SoftEventAck to
signal that the action is complete. This forms a logical
handshake between the PLC and reader.

Bit0: Train code

Bitl: Train match string

Bit2: Train focus

Bit3: Train brightness

Bit4: Un-Train

Bit5: Reserved (future use)
Bit6: Execute DMCC command
Bit7: Set match string

Status Block

The status block contains bit type data. This block consists of the status signals sent from
the reader to the PLC. It is used by the reader to signal status and handshake certain data

transfers.
Bit 7 Bit6é | Bit5 | Bit4 Bit 3 Bit 2 Bit 1 Bit 0
Missed . Trigger Trigger
Reserved Acq Acquiring Ack Ready
Bit15 | Bit14 | Bit13 | Bit12 | Bit11 | Bit10 | Bit9 | Bit8
Results Decode
ngslrtal Reserved ReiUItIS Buffer Complete | Decoding
Available | gyerryn Toggle
Bit23 | Bit22 | Bit21 | Bit20 | Bit19 | Bit18 | Bit17 | Bit16
String Set User
Reserved Cmd Ack | Data Ack
Bit 31 Bit 30 Bit 29 Bit 28 Bit 27 Bit 26 Bit 25 Bit 24
SoftEvent | SoftEvent | SoftEvent | SoftEvent | SoftEvent | SoftEvent | SoftEvent | SoftEvent
Ack 7 Ack 6 Ack 5 Ack 4 Ack 3 Ack 2 Ack 1 Ack 0
Status Block Field Descriptions

Bit Name Description

0 Trigger Ready Indicates when the reader is ready to accept a new
Trigger. The reader sets this bit when TriggerEnable has
been set and the reader is ready to accept a new trigger.

1 TriggerAck Indicates when the reader recognizes that Trigger has
been set. This bit will remain set until the Trigger bit has
been cleared.

2 Acquiring Set to indicate that the reader is in the process of
acquiring an image.

3 Missed Acq Indicates that the reader missed a requested acquisition
trigger. The bit is cleared when the next acquisition is
issued.

4-7 Reserved Future use
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Bit Name Description
8 Decoding Set to indicate that the reader is in the process of
decoding an image.
9 Decode Complete Indicates new result data is available. Bit toggles state
Toggle (0>1 or 1>0) each time new result data becomes
available.
10 Results Buffer Set to indicate that the reader has discarded a set of read
Overrun results because the PLC has not acknowledged the earlier

results. Cleared when the next set of result data is
successfully queued in the buffer. This bit only has
meaning if result buffering is enabled.

11 Results Available Set to indicate that new result data is available. Bit will
remain set until acknowledged with ResultsAck even if
additional new read results become available.

12-14 Reserved Future use

15 General Fault Set to indicate that an Ethernet communications fault has
occurred. Currently only used by soft event operations.
Bit will remain set until the next successful soft event or
until TriggerEnable is set low and then high again.

16 Set User Data Ack Set to indicate that the reader has received new
UserData. Bit will remain set until the corresponding
SetUserData bit is cleared. This forms a logical
handshake between the PLC and reader.

17 String Set to indicate that the reader has completed processing
Cmd Ack the latest string command and that the command
response is available. Bit will remain set until the
corresponding InitiateStringCmd bit is cleared. This forms
a logical handshake between the PLC and reader.

18-23 Reserved Future use
24-31 SoftEvent Set to indicate that the reader has completed the soft
Ack event action. Bit will remain set until the corresponding

SoftEvent bit is cleared. This forms a logical handshake
between the PLC and reader.

Bit0: Ack train code

Bitl: Ack train match string

Bit2: Ack train focus

Bit3: Ack train brightness

Bit4: Ack untrain

Bit5: Reserved (future use)

Bit6: Ack Execute DMCC command
Bit7: Ack set match string

Input Data Block
The Input Data block is sent from the PLC to the reader. The block consists of user defined
data that may be used as input to the acquisition/decode operation.

Word O | Word1 | Word 2..N

Reserved User Data User Data
Length
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Word Name Description
0 Reserved Future use
1 User Data Number of bytes of valid data actually contained in the
Length UserData field.
2..N User Data User defined data that may be used as an input to the
acquisition/decode.

Output Data Block
The Output Data block is sent from the reader to the PLC. The block consists primarily of
read result data.

Word 0

Word 1

Word 2

Word 3

Word 4

Word 5..N

Reserved

Trigger ID

Result ID

Result Code

Result Length

Result Data

Output Data Block Field Descriptions

Word

Name

Description

0

Reserved

Future use

1

Trigger ID

Trigger identifier. Identifier of the next trigger to be issued.
Used to match issued triggers with result data that is received
later. This same value will be returned as the ResultID of the
corresponding read.

Result ID

Result identifier. This is the value of TriggerID when the
corresponding trigger was issued. Used to match up triggers
with corresponding result data.

Result Code

Indicates the success or failure of the read that produced this
result set.
BitO:
Bit1:
Bit2:

1=Read, 0=No read
1=Validated, 0=Not Validated
1=Verified, 0=Not Verified
Bit3: 1=Acquisition trigger overrun
Bit4: 1=Acquisition buffer overrun
Bit5-15: Reserved (future use)

Result Data
Length

Number of bytes of valid data actually in the ResultData field.

Result Data

Result data from this acquisition/decode.

String Command Block
The String Command block is sent from the PLC to the reader. The block is used to
transport string based commands (DMCC) to the reader.
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NOTE

Do not send string commands that change the reader configuration at the same time that
reads are being triggered. Changing configuration during acquisition/decode can lead to
unpredictable results.

Word 0 Word 1..N

Length String Command

String Command Block Field Descriptions

Word Name Description
0 Length Number of bytes of valid data in the StringCommand field.
1..N String ASCII text string containing the command to execute. No null
Command |termination required.

String Command Result Block
The String Command Result block is sent from the reader to the PLC. The block is used to
transport the response from string based commands (DMCC) to the PLC.

Word 0 Word 1 Word 2..N

Result Length String Command Result
Code

String Command Result Block Field Descriptions

Word Name Description

0 Result Code | Code value indicating the success or failure of the command.
Refer to the Command Reference, available through the
Windows Start menu, for specific values.

1 Length Number of bytes of valid data in the StringCommand field.
2..N String ASCII text string containing the command to execute. No null
Command |termination required.
Result
Operation

Modbus TCP is a request/response based protocol. All communications are originated from
the PLC. The reader acts as server.

Requests
To initiate actions or control data transfer, the PLC changes the state of certain bits of the
Control block and sends requests to the reader.

After each request, the reader will process changes in state of the bits in the Control block.
Some state changes require additional communications with the PLC, such as writing
updated acknowledge bit values or reading a new string command. These additional
communications are handled automatically by the reader. Other state changes initiate
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activities such as triggering a read or executing a soft event. The reader performs the
requested action and later reports the results.

Typical Sequence Diagram

PLC DataMan

initiate request Function code|Data Request

perform action

A initiate response

—
p—
p——
—
p—
—
—_—

receive response Function code|Data Response

Handshaking

A number of actions are accomplished by means of a logical handshake between the reader
and the PLC (triggering, transferring results, executing soft events, string commands, and
so on). This is done to ensure that both sides of a transaction know the state of the
operation on the opposite side. Network transmission delays will always introduce a finite
time delay in transfer data and signals. Without this handshaking, it is possible that one
side of a transaction might not detect a signal state change on the other side. Any
operation that has both an initiating signal and corresponding acknowledge signal will use
this basic handshake procedure.

The procedure involves a four-way handshake.
1. Assert signal

2. Signal acknowledge

3. De-assert signal

4. De-assert acknowledge

The requesting device asserts the signal to request an action (set bit 0>1). When the
target device detects the signal and the requested operation has completed, it asserts the
corresponding acknowledge (set bit 0>1). When the requesting device detects the
acknowledge, it de-asserts the original signal (1->0). Finally, when the target device
detects the original signal de-asserted, it de-asserts its acknowledge (bit 0>1). To function
correctly both sides must see the complete assert/de-assert cycle (0>1 and 1->0). The
requesting device should not initiate a subsequent request until the cycle completes.

Acquisition Sequence
DataMan can be triggered to acquire images by several methods. It can be done by setting
the Trigger bit or issuing a trigger String Command. It can also be done via DMCC
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command (Telnet) or hardwired trigger signal. The Trigger bit method will be discussed
here.

On startup the TriggerEnable will be False. It must be set to True to enable triggering via
the Trigger bit. When the device is ready to accept triggers, the reader will set the
TriggerReady bit to True.

While the TriggerReady bit is True, each time the reader detects the Trigger bit change
from 0->1, it will initiate a read. The Trigger bit should be held in the new state until that
same state value is seen in the TriggerAck bit (this is a necessary handshake to guarantee
that the trigger is seen by the reader).

During an acquisition, the TriggerReady bit will be cleared and the Acquiring bit will be set
to True. When the acquisition is completed, the Acquiring bit will be cleared. When the
device is ready to begin another image acquisition, the TriggerReady bit will again be set to
True.

If results buffering is enabled, the reader will allow overlapped acquisition and decoding
operations. TriggerReady will be set high after acquisition is complete but while decoding is
still in process. This can be used to achieve faster overall trigger rates. If result buffering is
not enabled, the TriggerReady bit will remain low until both the acquisition and decode
operations have completed.

Trigger EN _
Trigger Ready _Il_l |2_| |3_| |_
Trigger |1_| I-Z_—I I-m I-;—l
Trigger Ack r1_| I—Z_—I IM_l r;—l
Acquiring | [ | 5 [ [ 1
Missed Acq 1 |—| 3
- ~ NG ~ AN MY J - ~ J
Acquisition #1  Acquisition #2 Missed Acq Acquisition #3
| PLC |
| DataMan |

To force a reset of the trigger mechanism set the TriggerEnable to False until TriggerReady
is also set to False. Then, TriggerEnable can be set to True to re-enable acquisition.

As a special case, an acquisition can be cancelled by clearing the Trigger signal before the
read operation has completed. This allows for the cancellation of reads in Presentation and
Manual mode if no code is in the field of view. To ensure that a read is not unintentionally
cancelled, it is advised that the PLC hold the Trigger signal True until both TriggerAck and
ResultsAvailable are True (or DecodeComplete toggles state).

Decode / Result Sequence

After an image is acquired, it is decoded. While being decoded, the Decoding bit is set.
When the decode operation has completed, the Decoding bit is cleared. The
ResultsBufferEnable determines how decode results are handled by the reader.

If ResultsBufferEnable is set to False, then the read results are immediately placed into the
Output Data block, ResultsAvailable is set to True and DecodeComplete is toggled.
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If ResultsBufferEnable is set to True, the new results are queued in a buffer and
DecodeComplete is toggled. The earlier read results remain in the Output Data block until
they are acknowledged by the PLC. After the acknowledgment handshake, if there are
more results in the queue, the next set of results will be placed in the Output Data block
and ResultsAvailable is set to True.

Trigger Ready I | I |
1 2
Trigger Il_l IT'
Trigger Ack Il_l |2_|
Acquiring 4’1—| |2—|
Decoding I—l I—\—
1 2
2
: 2
Results Avail I_l Iz_l
1

Results Ack I_L

1 2

_

— U
Y Y

Read #1 Read #2

Decode Cmplt |

PLC

Results Buffering

There is an option to enable a queue for read results. If enabled, this allows a finite number
of sets of result data to be queued up until the PLC has time to read them. This is useful to
smooth out data flow if the PLC slows down for short periods of time.

Also, if result buffering is enabled the reader will allow overlapped acquisition and decode
operations. Depending on the application this can be used to achieve faster overall trigger
rates. See the Acquisition Sequence description for further details.

In general, if reads are occurring faster than results can be transferred to the PLC, some
data will be lost. The primary difference between buffering or not buffering determines
which results get discarded. If buffering is not enabled, the most recent results are kept
and the earlier result (which was not read by the PLC quickly enough) is lost. The more
recent result will overwrite the earlier result. If buffering is enabled (and the queue
becomes full) the most recent results are discarded until room becomes available in the
results queue.

SoftEvents

SoftEvents act as “virtual” inputs. When the value of a SoftEvent bit changes from 0 > 1
the action associated with the event will be executed. When the action completes, the
corresponding SoftEventAck bit will change from 0 - 1 to signal completion.
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The SoftEvent and SoftEventAck form a logical handshake. After SoftEventAck changes to
1, the original SoftEvent should be set back to 0. When that occurs, SoftEventAck will
automatically be set back to 0.

NOTE

Do not execute soft events that change the reader configuration at the same time that
reads are being triggered. Changing configuration during acquisition/decode can lead to
unpredictable results.

The “ExecuteDMCC” and “SetMatchString” soft event actions require user supplied data.
This data must be written to the UserData and UserDatalLength area of the Input Data
block prior to invoking the soft event. Since both of these soft events depend on the
UserData, only one may be invoked at a time.

String Commands

The DataMan MC Protocol implementation includes a String Command feature. This feature
allows you to execute string-based DMCC commands. The DMCC command is sent to the
reader via the String Command block. The DMCC command result is returned via the String
Command Result block. Initiating a command and notification of completion is
accomplished by signaling bits in the Control and Status blocks.

To execute a DMCC command, the command string is placed in the data field of the String
Command block. The command string consists of standard ASCII text. The command
format is exactly the same as would be used for a serial (RS-232) or Telnet connection.
The string does not need to be terminated with a null character. Instead, the length of the
string (that is, the number of ASCII characters) is placed in the length field of the String
Command block.

After executing the DMCC command, the result string is returned in the String Command
Result block. Similar to the original command, the result string consists of ASCII characters
in the same format as would be returned via serial or Telnet. Also, there is no terminating
null character. Instead, the length of the result is returned in the Command String Result
length field. The Command String Result block also contains a nhumeric result code. This
allows you to determine the success or failure of the command without having to parse the
text string. The values of the result code are defined in the DMCC documentation.

General Fault Indicator

When a communication-related fault occurs, the “GeneralFault” bit will change from 0 > 1.
Currently the only fault conditions supported are soft event operations. If a soft event
operation fails, the fault bit will be set. The fault bit will remain set until the next successful
soft event operation, or, until TriggerEnable is set to 0 and then back to 1.
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SoftEvent —,—I—I |—|—|—

SoftEventAck [ ] [ ] I_l—
GeneralFault | l—
H_J - J H_J
VT
SoftEvent SoftEvent cycle #2 SoftEvent
cycle #1 (failure occured) cycle #3
Examples

Included with the Setup Tool installer are two example PLC programs created with CoDeSys
v2.3 software. These samples are designed and tested on a Wago 750-841 PLC. These
simple programs clearly demonstrate DataMan ID readers’ capabilities and proper
operation. The same operations can be achieved by using more advanced features and
efficient programming practices with Wago PLCs.

However, such an advanced program is less useful for demonstration purposes. The
examples try to show different approaches in the techniques used for the communication to
the DataMan reader.

NOTE

All examples are designed to work only if the “"Control” datablock is mapped to the Coil
space and the “Status” datablock is mapped to the Discrete Input space.

ApplicationLayer Example

This sample realizes a generic data transfer between the DataMan reader and the PLC.
Memory areas of the “"Control”, “"Status” and “Output Area” are cloned in the PLC and
synchronized as needed or cyclically. Each data area is synchronized with its own instance
of "ETHERNETMODBUSMASTER_TCP”. This causes 3 TCP connections to be open
simultaneously. Make sure that the Modbus TCP related setting “"Maximum Connections” on
the DataMan reader is set to at least 3 for this example to work.

Function
The example application demonstrates the following operations:

1. Transfer the 32-bit “"Control” register data from the PLC to the reader.
2. Transfer the 32-bit “Status” register data from the reader to the PLC.
3. Transfer “"Output Data” from the reader to the PLC.

All actions are started when there is a connection to the reader.

Transferring "Control” Register Data
All data gets transferred when there is a change in the local PLC data. The local PLC data
can be manipulated in the visualization.
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NOTE

No synchronization is implemented from the reader to the PLC, so the local PLC data might
be incorrect after building up the connection or if another Modbus TCP client manipulates
the Contol register simultaneously. There is a timeout setting that can lead to a disconnect
if you do not manipulate the “Control” register during this timeframe.

Transferring Status Register Data
All data gets transferred cyclically. The poll interval can be specified in the visualization.

Transferring Output Data
All data gets transferred cyclically. The poll interval can be specified in the visualization.

DataManControl Example

This sample shows in a sequential manner the steps to do to achieve one of the functions
named in the following subsection. To outline this chronological sequence “Sequential
Function Chart” was chosen as programming language.

Function

The example application demonstrates the following operations:

1. Triggering a read

2. Getting read results

3. Executing string commands (DMCC)

4. Executing soft event operations
a. Train code
b. Train match string
c. Train focus
d. Train brightness
e. Untrain
f. Execute DMCC
g. Set match string

The “Main” program contains variables to invoke each of these operations. The operation is
invoked by toggling the control bool directly or from the visualization (red=0, green=1)
from 0 - 1. This will invoke the associated subroutine to perform the operation. When the
operation 4 is complete, the subroutine will set the control bit back to 0.

Triggering a Read

The example provides a “Continuous Trigger”. As the name implies, enabling the “xTrigger”
bit will invoke a continuous series of read operations. Once enabled, the “xTrigger” control
bit will remain set until you disable it.

Primarily, the trigger subroutine manages the trigger handshake operation between the
PLC and the reader. The control Result Ack and Trigger bits are reset, the Trigger Enable
bit is set, the PLC waits for the corresponding TriggerReady status bit from the reader, and
the control Trigger bit is set. Refer to a description of handshaking in Section Operation.
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Getting Read Results

For this example the operation of triggering a read and getting read results was
intentionally separated. This is to support the situation where the PLC is not the source of
the read trigger. For example, the reader may be configured to use a hardware trigger. In
such a case, only the get results subroutine would be needed.

Like the triggering subroutine, the get results subroutine manages the results handshake
operation between the PLC and the reader. The routine waits for the ResultsAvailable
status bit to become active, it copies the result data to internal storage, and then executes
the ResultsAck handshake. Refer to a description of handshaking in Section Operation.

The read result consists of a ResultCode, ResultLength, and ResultData. Refer to Section
Output Data Block Field Descriptions for details of the ResultCode values. The ResultLength
field indicates how many bytes of actual result data exist in the ResultData field. The
subroutine converts this byte length to word length before copying the results to internal
storage.

Execute String Commands (DMCC)

The string command feature provides a simple way to invoke DMCC commands from the
PLC. The command format and command result format is exactly identical to that used for
serial or Telnet DMCC operation.

This subroutine copies an example DMCC command (||>GET DEVICE.TYPE) to the String
Command block and then manages the string command handshake operation between the
PLC and the reader to invoke the command and retrieve the command result. Any valid
DMCC command may be invoked with this mechanism. Refer to the DataMan Command
Reference document available through the Windows Start menu.

Execute Soft Events

Soft Events are used to invoke a predefined action. Each Soft Event is essentially a virtual
input signal. Each of the soft event subroutines manages the handshake operation between
the PLC and the reader to invoke the predefined action. The associated action is invoked
when the SoftEvent bit toggles from 0 > 1. The subroutine then watches for the associated
SoftEventAck bit from the reader which signals that the action is complete. For a
description of handshaking, see Section Operation.

NOTE

The “Execute DMCC” and “Set Match String” soft events make use of the Input Data block.
The subroutine for these two events copies the relevant data into the User Data fields of
the Input Data block and then invokes the User Data subroutine to transfer the data to the
reader. Only after the user data is transferred is the actual soft event action invoked. It is
required that the user data be transferred before invoking either of these events.

NOTE

The “Train Match String” soft event only prepares the training mechanism. The actual
training occurs on the next read operation. Therefore, a trigger must be issued following
“Train Match String”.
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PROFINET

PROFINET is an application-level protocol used in industrial automation applications. This
protocol uses standard Ethernet hardware and software to exchange I/0 data, alarms, and
diagnostics.

DataMan supports PROFINET I/0. This is one of the 2 “views” contained in the PROFINET
communication standard. PROFINET I/O performs cyclic data transfers to exchange data
with Programmable Logic Controllers (PLCs) over Ethernet. The second “view” in the
standard, PROFINET CBA (Component Based Automation), is not supported.

A deliberate effort has been made to make the DataMan PROFINET communication model
closely match the Cognex In-Sight family. Customers with In-Sight experience should find
working with DataMan familiar and comfortable.

By default, the DataMan has the PROFINET protocol disabled. The protocol can be enabled
via DMCC, scanning a parameter code or in the Setup Tool.

DMCC

The following commands can be used to enable/disable PROFINET. The commands can be
issued via RS-232 or Telnet connection.

NOTE

Because you have to make changes to the Telnet client provided by Windows to
communicate with DataMan, it is recommended you use third party clients such as PuTTY.

Enable:

| |>SET PROFINET.ENABLED ON
| | >CONFIG.SAVE
| | >REBOOT

Disable:

| |[>SET PROFINET.ENABLED OFF
| | >CONFIG.SAVE
| | >REBOOT

Reader Configuration Code
Scanning the following reader configuration codes will enable/disable PROFINET.

NOTE

You must reboot the device for the change to take effect.

Enable: Disable: Reboot:

DataMan® Communications and Programming Guide
12/2/2011 | Version 4.2
Page | 97



Setup Tool

PROFINET

The PROFINET protocol can be enabled by checking Enabled on the Industrial Protocols
pane’s PROFINET tab.

Advanced

= Connectto Reader
- Results Display
=0 Light and Camera Seftings
#-f Symbology Settings
4 Data Validation
' Data Formatting
& Communication Settings
1 Non-Printing Characters
W Custom Commands
%9 Network Settings
“ Industrial Protocols
“s System Settings

& Process Monitor

Industrial Protocols

BtherNet/IP™ | PROFINET | MC Protocol | Modbus TCP

| Enabled
Use Name of Station

Name of Station

Q+A Help ®
w Show Al
Industrial Protocols

4 How do 1 enable the reader to use the
EtherNet/TP protocol?

% How do T enable the reader to use the
PROFINET protocol?

" How do 1 enable the reader to use MC
Protocel?

%4 How do 1 enable the reader to use the
Modbus TCP protocel?

% Why is the Ethernet/IP, PROFINET, MC
Protocol, or Modbus TCP selection grayed out?

Make sure you save the new selection by clicking Yes to the Reboot Required message

window.

NOTE

You must reboot your reader for the new settings to take effect.

Getting Started

Preparing to use PROFINET involves the following main steps:

e Make sure you have the Siemens Step 7 programming software (SIMATIC) installed.

e Set up the Siemens Software tool so that it recognizes your DataMan device.

Install the Generic Station Description (GSD) file.

Perform the following steps to set up PROFINET:

1. Verify that SIMATIC is on your machine.

2. From the Windows Start menu, launch the SIMATIC Manager.

3. If you already have a project, select "Cancel” to skip past the New Project wizard.

Otherwise, let the wizard guide you through creating a new project.

4. Once the Manager has opened the project, double-click on the “Hardware” icon to
open the "HW Config” dialog screen. From the main menu, select “"Options->Install

GSD File...”.
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I HW Config - [SIMATIC 300 Station (Configuration) -- DM500_Profinet_PDEV]

Station Edit Insert PLC VYiew NelldiGtM Window Help

N 2.8 Q‘" V=) | By i—_. Customize. .. Chri+Alt+E
| 10 I g
Configure Network
Symbol Table Chrl+alk+T
& CPU 315-2 PN/DP Report System Error. ..
- Edit Catalog Profile
LT M P
. B Update Catalog
X2P7 Poit 7
3 Install HW Updates ...
4 Install GSD File...
5
6 Find in Service & Support...
? “reate GSD f
8 m
9 [
1N n

5. Browse to the location where the GSD file was installed (or the location where you
saved the GSD file if it was downloaded from the web).

Install GSD Files

Install GSD Files:

[C\PROGRAM FILES'S

File IRelease lVets

Browse for Folder

from the directory W

Select a directory containing GSD files

[={) Program Files
=) Cognex
= ) DataMan
(= {2 Setup Tool v3.5.0_cr1
{0 Documentation
() HTML-Files
) Samples
=) Tools
1) EtherNetIP
= () PROFINET

oE

@)1= Camman Filae

>

>

[ o

J [ concel |
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6. Select the GSD file you wish to install and follow the displayed instructions to complete
the installation.

NOTE

There may be more than one GSD file in the list. If you are unsure which to install,
choose the one with the most recent date.

File
GSDML-V2.0-Cognex-D ataM an-20100116. xml

01/16/201012:00:00AM V2.0 English, German, French, S

Install Show Log Select All Deselect Al

7. Add your DataMan device to your project. This makes the DataMan available in the
Hardware Catalog. Launch the SIMATIC Hardware Config tool.

8. In the main menu, select View - Catalog.

9. The catalog is displayed. Expand the "PROFINET IO” tree to the “Cognex ID Readers”
node.

10. With the left mouse button, drag the DataMan reader over and drop it on the
PROFINET IO network symbol in the left pane.

DataMan® Communications and Programming Guide
12/2/2011 | Version 4.2
Page | 100



PROFINET

%2 HW Config - [SIMATIC 300 Station (Configuration) -- DM500_Profinet_PDEV]
@l Ststion Edt Insert PLC View Options Window Help -8 %

DSB8 B &G e dad DO B8N

~ =IE|
! Ethemel{1} PROFINET10-System (100] o na
2 CPU 315-2 PN/DP - 4 Profie:  [Standard =]
X MPVDP I 1 T )
X2 5 (2] Dataha r (1) MyDM 13 Datada + PROFIBUS DP
x2pt ||l Pot? a e ? PROFIBUS-P&
3 ‘w | w‘ - 32 PROFINET 10
) - = (L] Additional Field Devices
5 =[] Sensors
B =] Cognex ID Readsis
7 + Databan 200
8 o Datablan 200 PDEV
9 v + Databan 500
& 5 + @ DataMan 500 PDEV
+ D atabd an BO00
* D ataMan 8000 PDEV
!I:I (1] MyDM500 #-(_] Cognex Vision Sensors
Module Order Mumber .. | | Address | O address | Diagnostic address Co... | : j ﬁ?eway
MpDM50E DME-50008-80 Pl -
T S ¥ ﬂ gelwrxk Components
Forit 7 T ] e
Aucquistion Contiol 7 + (@ SIMATIC 300
Acauishion Stalus 7.4 + (@ SIMATIC 400
Resulls Contiol 5 + (@il SIMATIC PC Based Cortrol 300/400
R::": S"m: E + B SIMATIC PC Station
Soft Event Control 1 3 DMR-5008#-#0 %
Uzer Data - 64 bytes 256..323 gﬁm( 50010 Reader with FDEV suppat
. atabdan C] s
Resuit Dala - 64 bytes R GSDMLV2 2-CognexDataMan20110110.srl

Press F1 to get Help. Chg

The HW Config tool automatically maps the DataMan I/O modules into the memory
space.

NOTE

By default, the 64 byte User Data and 64 byte Result Data Modules are inserted. There
are multiple sizes available for both of these modules. To optimize performance use
the module size that most closely matches the actual data requirements of your
application. You can change the module simply by deleting the one in the table and
inserting the appropriate sized module from the catalog.

11. Right-click on the DataMan icon and select “Object Properties...”.

12. Give the reader a name. This must match the name of your actual DataMan reader.
The name must be unique and conform to DNS naming conventions. Refer to the
SIMATIC Software help for details.

13. If your DataMan reader is configured to use its own static IP, uncheck the “Assign IP
address via IO controller” box. Otherwise if you wish the PLC to assign an IP address,
select the Ethernet button and configure the appropriate address.
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Properties - MyDM500
General ]

D atabd an
Diatakdan 500 |0 Reader with PDEY suppart

Short description:

Order Ma. / Firrware:  DMB-S008#-80

Family: Cognex ID Readers

Device name

G5D file: GSDMLA2 2-Cognex-Dratatd an-201 107002 wml

Change Release Number. . |

Mode /PN [0 spstem

Drevice number: 1 ~| [PROFINET-0-System (100)

ETE

IP address:

[ Azzign IP address via |0 contraller

Comment:

PROFINET

Cancel

Help

14. In the “I0 Cycle” tab, select the appropriate cyclic update rate for your application.

General 10 Cycle ]

Update Time
Mode: |fixed factor |
Factor Send clock [ms]
Update time [ms]: = [8 L] X l1.000

Watchdog Time

15. By default, the SIMATIC software maps the User Data & Result Data Modules to offset
256. This is outside of the default process image area size of 128. That is, by default,
data in these modules are inaccessible by some SFCs such as BLKMOV. As a solution,
either remap the modules to lower offsets within the process image area or expand

the process image area to include these modules.

If you choose to expand the process image area, make the size large enough for the

module size plus the default 256 offset.
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Properties - CPU 315-2 PN/DP - (RO/S2) X
General | Startup I Synchronous Cycle Interrupts I
Diagnostics/Clock | Protection ] Communication I Web I

Cycle/Clock Memory | Retentive Memory ] Interrupts ] Time-of-Day Interrupts I Cyclic Interrupts

Cycle

3

Scan cycle monitoring time [ms]: 150

Scan cycle load from communication [%} |20

Size of the process-image input area:

Size of the process-image output area: 128

0B85 - call up at 1/0 access eror: | No 0B85 call up L]

Clock Memory
™ Clock memory

I

Cancel Help

NOTE

Expanding the process image can have a performance impact on the PLC scan cycle time. If
your scan time is critical, use the minimal acceptable module sizes and manually remap
them down lower in the process image.

Modules

The PROFINET implementation on DataMan consists of seven I/O modules.
1. Acquisition Control Module

Acquisition Status Module

Results Control Module

Results Status Module

Soft Event Control Module

User Data Module

N ok W N

Result Data Module
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8 Hw Config - [SIMATIC 300 Station (Configuration) -- DM500_Profinet PDEV]

Eﬂ] Station Edit Insert PLC View Options Window Help

D38 § &
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E
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E [2) Datahda
-
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MO0

TSR HE

LT

g

LR

S 7

ST

Acquisition Control

1

Acquisition Status

Results Contral

2

Results Status

Soft Event Control

1 g

User Data - 64 bytes

256...323

Press F1 to get Help,

hg

Acquisition Control Module
Controls image acquisition. This module consists of data sent from the PLC to the DataMan
device.

Slot number: 1

PROFINET

Total Module size: 1 byte
Bit Name Description
0 Trigger Enable Setting this bit enables triggering via PROFINET. Clearing
this bit disables triggering.
Setting this bit triggers an acquisition when the following
conditions are met:
1 Trigger e Trigger Enable is set
¢ No acquisition is currently in progress
e The device is ready to trigger
2 - 7 | Reserved Reserved for future use
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Acquisition Status Module
Indicates the current acquisition status. This module consists of data sent from the
DataMan device to the PLC.

Slot number: 2

Total Module size: 3 bytes

Bit Name Description

Indicates when the device is ready to accept a new trigger.
0 | Trigger Ready Bit is True when “Trigger Enable” has been set and the
device is ready to accept a new trigger.

Indicates that the DataMan has received a new Trigger.
1 Trigger Ack This bit will remain True as long as the “Trigger” bit
remains True (that is, it is interlocked with the Trigger bit).

2 Acquiring Indicates that the DataMan is currently acquiring an image.

Indicates that the DataMan was unable to successfully
3 Missed Ack trigger an acquisition. Bit is cleared when the next
successful acquisition occurs.

4 - 7 | Reserved Reserved for future use

ID value of the next trigger to be issued (16-bit integer).
Used to match issued triggers with corresponding result
data received later. This same value will be returned in
ResultID of the result data.

8-23 | Trigger ID

Results Control Module
Controls the processing of result data. This module consists of data is sent from the PLC to
the DataMan device.

Slot number: 3

Total Module size: 1 byte

Bit Name Description

Enables queuing of “Result Data”. If enabled, the current
result data will remain until acknowledged (even if new
results arrive). New results are queued. The next set of
results are pulled from the queue (made available in the
Result Data module) each time the current results are

0 Results Buffer Enable acknowledged. The DataMan will respond to the
acknowledge by clearing the “Results Available” bit. Once
the “Results Ack” bit is cleared the next set of read results
will be posted and “Results Available” will be set True. If
results buffering is not enabled newly received read results
will simply overwrite the content of the Result Data
module.
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Bit Name Description

Bit is used to acknowledge that the PLC has successfully
read the latest result data. When set True the “Result

1 | Results Ack Available” bit will be cleared. If result buffering is enabled,
the next set of result data will be pulled from the queue
and “Result Available” will again be set True.

2 -7 | Reserved Reserved for future use

Results Status Module
Indicates the acquisition and result status. This module consists of data sent from the
DataMan device to the PLC.

Slot number: 4

Total Module size: 1 byte

Bit Name Description

0 Decoding Indicates that the DataMan is decoding an acquired image.

Bit is toggled on the completion of a decode operation when

1 Decode Complete
the new results are made available (0>1 or 1->0).

Indicates that the DataMan has discarded a set of read
2 Result Buffer Overrun results because the results queue is full. Cleared when the
next set of results are successfully queued.

Indicates that a new set of read results are available (i.e.
3 Results Available the contents of the Result Data module are valid). Cleared
when the results are acknowledged.

4 - 6 | Reserved Reserved for future use

Indicates that a fault has occurred (i.e. Soft Event “Set

7 General Fault Match String” or “Execute DMCC” error has occurred).

Soft Event Control Module

Used to initiate a Soft Event and receive acknowledgment of completion. Note, this is a bi-
directional I/0O module. Module data sent from the PLC initiates the Soft Event. Module data
sent by the DataMan device acknowledges completion.

Slot number: 5
Total Module size: 1 byte (input) and 1 byte (output)
Data written from the PLC to DataMan:

Bit Name Description

Bit transition from 0—>1 will cause the train code operation

0 Train Code to be invoked.

Bit transition from 0->1 will cause the train match string

1 | Train Match Stri
rain Match String operation to be invoked.

Bit transition from 0—>1 will cause the train focus operation

2 Train F
rain Focus to be invoked.
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Bit Name Description

Bit transition from 0>1 will cause the train brightness

3 Train Brightness operation to be invoked.

Bit transition from 0->1 will cause the untrain operation to

4 Untrain be invoked.

5 Reserved Reserved for future use

Bit transition from 0->1 will cause the DMCC operation to be
6 Execute DMCC invoked. Note that a valid DMCC command string must first
be placed in “User Data” before invoking this event.

Bit transition from 0->1 will cause the set match string
7 Set Match String operation to be invoked. Note that match string data must
first be placed in “User Data” before invoking this event.

Data written from the DataMan to PLC:

Bit Name Description

0 Train Code Ack Indicates that the “Train Code” operation has completed

1 Train Match String Ack Indicates that the “Train Match String” operation has
completed

2 Train Focus Ack Indicates that the “Train Focus” operation has completed

3 Train Brightness Ack Indicates that the “Train Brightness” operation has

completed
4 Untrain Ack Indicates that the “Untrain” operation has completed
5 Reserved Reserved for future use
6 Execute DMCC Ack Indicates that the “Execute DMCC” operation has completed

Indicates that the “Set Match String” operation has

7 M h i Ack
Set Match String Ac completed

User Data Module

Data sent from a PLC to a DataMan to support acquisition, decode and other special
operations. Currently this module is only used to support the “Execute DMCC” and “Set
Match String” soft events.

Note, there are actually 5 versions of the User Data module. Only one instance can be
configured for use in a given application. The “User Data Option” and “User Data Length”
fields are the same for each module. The “User Data” field varies in size based on the
selected module. Choose the module which is large enough to exchange the amount of
data required by your application.

Slot number: 6

Total Module size: 4 + 16 (16 bytes of User Data)
4 + 32 (32 bytes of User Data)
4 + 64 (64 bytes of User Data)

DataMan® Communications and Programming Guide
12/2/2011 | Version 4.2
Page | 107



PROFINET

4 + 128 (128 bytes of User Data)
4 + 250 (250 bytes of User Data)

Byte | Name Description
Currently only used by “Set Match String” soft event.
Specifies which code target to assign the string (16-bit
Integer).

0 -1 | User Data Option 0, assign string to all targets
1, assign string to 2D codes
2, assign string to QR codes
3, assign string to 1D / stacked / postal codes

2 - 3 | User Data Length Number of bytes of valid data actually contained in the
“User Data” field (16-bit Integer).
Data sent from the PLC to the DataMan to support

4 ... | User Data acquisition, decode and other special operations (array of
bytes).

Result Data Module
Read result data sent from a DataMan to a PLC.

NOTE

There are actually 5 versions of the Result Data module. Only a single instance can be
configured for use in a given application. The “Result ID”, “"Result Code”, “Result Extended”
and “Result Length” fields are the same for each module. The “Result Data” field varies in
size based on the selected module. Choose the module which is large enough to exchange
the amount of result data required by your application.

Slot n

umber: 7

Total Module size: 8 + 16 (16 bytes of Result Data)
8 + 32 (32 bytes of Result Data)
8 + 64 (64 bytes of Result Data)
8 + 128 (128 bytes of Result Data)
8 + 246 (246 bytes of Result Data)

Byte

Name

Description

Result ID

The value of the “Trigger ID” when the trigger that
generated these results was issued. Used to match up
triggers with corresponding result data (16-bit Integer).
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Byte | Name Description

Indicates the success or failure of the read that produced
these results (16-bit Integer).

Bit 0,1=read, 0=no read

Bit 1,1=validated, 0=not validated (or validation not in use
2 - 3 | Result Code ( )
Bit 2,1=verified, 0=not verified (or verification not in use)
Bit 3,1=acquisition trigger overrun

Bit 4,1=acquisition buffer overflow

Bits 5-15 reserved

4 - 5 | Result Extended Currently unused (16-bit Integer).

Actual number of bytes of read data contained in the

6 -7 | Result Length “Result Data” field (16-bit Integer).

8 ... | Result Data Decoded read result data (array of bytes)

Operation

SoftEvents

SoftEvents act as “virtual” inputs. When the value of a SoftEvent changes from 0 > 1 the
action associated with the event will be executed. When the action completes the
corresponding SoftEventAck bit will change from 0 > 1 to signal completion. The
acknowledge bit will change back to 0 when the corresponding SoftEvent bit is set back to
0.

The “ExecuteDMCC"” and “SetMatchString” soft event actions require user supplied data.
This data must be written to the UserData & UserDatalength area of the UserData Module
prior to invoking the soft event. Since both of these soft events depend on the UserData,
only one may be invoked at a time.

General Fault Indicator

When a communication related fault occurs the “GeneralFault” bit will change from 0 > 1.
Currently the only fault conditions supported are soft event operations. If a soft event
operation fails, the fault bit will be set. The fault bit will remain set until the next soft event
operation or until triggering is disabled and again re-enabled.

SoftEvent —I—I—I |—|—|—
SoftEventAck |_| |_| I_l—

GeneralFault | I_
“ J
I — ~ I —

SoftEvent SoftEvent cycle #2 SoftEvent
cycle #1 (failure occured) cycle #3
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Acquisition Sequence

DataMan can be triggered to acquire images by several methods. It can be done explicitly
by manipulating the Trigger bit of the Acquisition Control Module, it can be triggered by
external hard wired input, and finally it can be triggered via DMCC command. Manipulating
the Acquisition Control Module bits will be discussed here.

On startup the “Trigger Enable” bit will be False. It must be set to True to enable
triggering. When the device is ready to accept triggers, the “Trigger Ready” bit will be set
to True.

While the Trigger Ready bit is True, each time the reader sees the “Trigger” bit change
from 0 to 1, it will initiate an image acquisition. The client (PLC) should hold the bit in the
new state until that same state value is seen back in the Trigger Ack bit (this is a necessary
handshake to guarantee that the change is seen by the reader).

During an acquisition, the Trigger Ready bit will be cleared and the Acquiring bit will be set
to True. When the acquisition is completed, the Acquiring bit will be cleared. The Trigger
Ready bit will again be set True once the device is ready to begin a new image acquisition.

If results buffering is enabled, the device will allow overlapped acquisition and decoding
operations. Trigger Ready will be set high after acquisition is complete but while decoding
is still in process. This can be used to achieve faster overall trigger rates. If result buffering
is not enabled, the Trigger Ready bit will remain low until both the acquisition and decode
operations have completed.

To force a reset of the trigger mechanism set the Trigger Enable bit to False, until the
Trigger Ready bit is 0. Then, Trigger Enable can be set to True to re-enable acquisition.

As a special case, an acquisition can be cancelled by clearing the Trigger signal before the
read operation has completed. This allows for the cancellation of reads in Presentation and
Manual mode if no code is in the field of view. To ensure that a read is not unintentionally
cancelled, it is advised that the PLC hold the Trigger signal True until both TriggerAck and
ResultsAvailable are True (or DecodeComplete toggles state).

Trigger EN |

Trigger Ready | 1 | | | | | |

2 3

Trigger [ 1 [ [, | [, 1

Trigger Ack [1_| | 5 | | M | | A |

Acquiring | | | | | |

1 2 3
Missed Acq | |
- ~ S« ~ J MY J -~ v
Acquisition #1  Acquisition #2 Missed Acq Acquisition #3

| Client |
| DataMan |
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Decode / Result Sequence

After an image is acquired it is decoded. While being decoded, the “Decoding” bit of the
Result Status Module is set. When decode is complete, the Decoding bit is cleared and the
“Decode Complete” bit is toggled.

The “Results Buffer Enable” bit determines how decode results are handled by the reader.
If the Results Buffer Enable bit is set to False, then the decode results are immediately
placed into the Results Module and Results Available is set to True.

If the Results Buffer Enable bit is set to True the new results are queued. The earlier
decode results remain in the Results Module until they are acknowledged by the client by
setting the “Results Ack” bit to True. After the Results Available bit is cleared, the client
should set the Results Ack bit back to False to allow the next queued results to be placed in
to the Results Module. This is a necessary handshake to ensure the results are received by
the DataMan client (PLC).

Behavior of DecodeStatusRegister

Bit Bit Name

Results if Buffering Disabled

Results if Buffering Enabled

1 Decoding

Set when decoding an
image.

Set when decoding an image.

2 Decode Complete

Toggled on completion of an
image decode.

Toggled on completion of an
image decode.

Results Buffer

Set when decode results
could not be queued because
the client failed to

3 Remains set to zero. acknowledge a previous
Overflow
result. Cleared when the
decode result is successfully
queued.
Set when new results are Set when new results are
placed in the Results Module. | placed in the Results Module.
4 Results Available Stays set until the results Stays set until the results are

are acknowledged by setting
Results Ack to true.

acknowledged by setting
Results Ack to true.
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Trigger I | I |
Ready 1 2

Trigger Il_l IT'

Trigger | |
1 2

Ack

[, |
Acquiring 4’1—| |2—|

Decoding | | | |
1 2

Decode |
Cmplt

- ] il
1 l

— _/ — _/
~— ~
Read #2

Read #1

)

[y

Results Buffering

There is an option to enable a queue for decode results. If enabled this allows a finite
number of decode result data to queue up until the client (PLC) has time to read them. This
is useful to smooth out data flow if the client (PLC) slows down for short periods of time or
if there are surges of read activity.

Also, if result buffering is enabled the device will allow overlapped acquisition and decode
operations. Depending on the application this can be used to achieve faster over all trigger
rates. See Acquisition Sequence description above for further detail.

In general, if reads are occurring faster than results can be sent out, the primary difference
between buffering or not buffering is determining which results get discarded. If buffering
is not enabled the most recent results are kept and the earlier result (which was not read
by the PLC fast enough) is lost. Essentially the more recent result will simply over write the
earlier result. If buffering is enabled (and the queue becomes full) the most recent results
are discarded until room becomes available in the results queue.

Siemens Examples
This section gives some examples of using the DataMan with a Siemens S7-300 PLC. It is

assumed that the reader is familiar with the S7-300 and the SIMATIC programming
software.

Symbol Table

Although not required, defining symbols for the DataMan I/O module elements can be
extremely helpful. It makes the code much easier to read and reduces mistakes. This
sample table shows symbols defined for a typical instance of a DataMan reader. Note,
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DataMan I/O modules may be at different addresses in your project. Make sure to adjust

your symbol definitions based on the specific offsets of the I/O modules.

== Symbol Editor - [S7 Program(3) (Symbols) -- DM200_ResultString\SIMATIC 300 ..

. LB

5) Symbol Table Edit Insert View Options Window Help
BE & ¢ L’ o o | ansmbos =% N2
Status | Symbol - Address Data type Comment A
1 Reader_TriggerEnable Q 1.0 BOOL
2 Reader_Trigger ] 11 BOOL
) Reader_TriggerReady I 20 BOOL
4 Reader_TriggerAck I 21 BOOL
S Reader_Acquiring I 22 BOOL
5} Reader_MissedAck | 23 BOOL
7 Reader_TriggeriD M3 WORD
8 Reader_BufferEnable @ 20 BOOL
9 Reader_ResultsAck @ 21 BOOL
10 Reader_Decoding | 50 BOOL
11 Reader_DecodeComplete [ BOOL
12 Reader_ResultsOverrun I 52 BOOL
13 Reader_ResultsAvailable I 53 BOOL
14 Reader_GeneralFault | 57 BOOL
15 Reader_TrainCode @ 30 BOOL
16 Reader_TrainMatchString @ 31 BOOL
17 Reader_TrainFocus @ 32 BOOL
18 Reader_TrainBrightness Q 33 BOOL
19 Reader_UnTrain Q 34 BOOL
20 Reader_ExecuteDmecc ] 36 BOOL
21 Reader_SethatchString @ 37 BOOL
22 Reader_TrainCodeAck I 1.0 BOOL
23 Reader_TrainMatchStrAck | 1.1 BOOL
24 Reader_TrainFocusAck I 12 BOOL
25 Reader_TrainBright Ack I 13 BOOL
26 Reader_UnTrainAck I 14 BOOL
27 Reader_ExeciuteDmccAck | 186 BOOL
28 Reader_SetMatchStringack |1 17 BOOL
29 Reader_UserDataOption vy 256 |[WORD
30 Reader_UserDatalLength avy 258  |WORD
3 Reader_ResultiD Wy 256 WORD
32 Reader_ResultCode My 258 WORD W
33 Reader_ResulExtended My 260 WORD
34 Reader_Resultlength W 262 WORD v
|Press F1 to get Help. [ NUM | 4
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Trigger and Get Results
Run the sample program “DM200_SampleRead” for the complete example program.

NOTE

This sample can be used with any PROFINET enabled DataMan reader.

Perform the following steps to install the program:

1.

2
3.
4

Start the SIMATIC Manager software.

Close any open applications.

From the main menu, select File > Retrieve...

Browse to find the sample file on your PC.

Retrieving - Select an archive

Look in: | < Local Disk (C:)

6768k
A% NA
C)Docun
HwU
ICDMELSH
(L) Profind

<

File namel

@ Desktop
) My Documents
¢ My Computer
J3 3% Floppy (&)
L2 ocal Disk [C:
. CD Drive (D:)
% public on 'siwash’ (P:)
|) Shared Documents
|) Admin's Documents
i) My Documents
&J My Network Places

~ & ® eFE-

m Files
LER
Yolume Information

WS

Open

Files of type: | PKZip 12.0-Archive (*.zip)

L] Cancel

PROFINET

Look for the Siemens folder and select the zip file.
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Retrieving - Select an archive

Look in: | () Siemens ~| « ek B3~

@ Dm200_SampleRead. zip

(21 Dm200_SoftEvents.zip

|

File name: [Dm200_S ampleRead.zip Open

Files of type: | PKZip 12.0-Archive (*.2ip) | Cancel

NN\

6. Select a destination directory to save the project on your PC.

Select destination directory @

1) S7DATA ~
() S7HSYS
- sifc
) S7IKX
) S7INF
) S7LIBS
) STMANUAL
) STMET
1) S7NGD
) S7TNVB
] S 7o
) S75KA
1) S7SYM
L S7TN M

+
+
+
+
+
+
+
+
+
+
+
+
+
+

| 0K I Cancel Help

The Siemens software extracts the sample archive and makes it available.

8. Reduced to the basics the process of reading and retrieving results consists of the
following:

9. Define an area in your application to save read results. There are many options
regarding how and where result data can be stored. For our example we define a Data
Block (DB) which contains the fields of the Result Data module that we are interested
in for our application.
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10. Enable the reader

QL0 Q1.0
"Reader "Reader
TriggerEna TriggerEna
hle" hle"
| A1 fal |
11 15 !

11. Set the trigger signal and set semaphore to indicate a read is pending.

IZ. 0 IZ_1

"Reader ol1_1 "Reader o1_1
TriggerBea "Reader_ Triggerick #ResultPen "Reader_
dsr" Trigger" " ding Trigger"
| | /1 /1 /1 {5—
fiBesultPen

ding
L)

12. As soon as the trigger signal is acknowledged, clear the trigger signal.

IZ_1
o1_1 "Reader ol1_1
"Reader_ Triggerick "Reader_
Trigger" " Trigger"

X N (2}

Rddress |Name Type Initial value Comment.
0.0 STRUCT
+0.0| |ID INT u} ID of this read result
+2.0| [Flags INT 0 Flags indicating success or failure
+4.0| |Length INT u} Number of data bytes in the array Value[]
+6.0| [Value JARRAY[1..63] Code walue read
*1.0 CHAR
=70.0 END_STRUCT

13. As soon as the results are available save a copy of the result data and set the results

acknowledge signal.
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I5_3 021
"Reader "Beader
Bezulthvai Resultsick
lakle" " hAOWE
| 11 EN  ENO
PIWzEE | IN DES_DBWO
I of
this read
result
"Lata=tPa=
00T —ults" . I
hW0WE
EN ENO —
PIWzZES | IN DES_DBWZ
Flags
indicating
SuCcCess
or failure
"LatestRes
ulcs".
00T —Flags
h0WE
EN ENO —
PIWzEZ | IN DES_DBEV4
Mumlherr o f
data
bytes in
the array
Walue[]
"LatestHles
ults".
OT1T |- T.anmorh
SFCZ0
Copy Wariables
"BLEIIOW"
EIl EIN0 —
PET Z54.0
BEYTE &4 |SRCELE RET_ WAL —#BELFMOVIREZ
PEDBS _DBXG
-0
Code
value read
"LatestBRes
ults".
LETELE —Valus
nZz_1
"Beader
Besultsick
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14. When the reader sees the result acknowledge signal clear result acknowledge, clear
the read pending semaphore, and signal that the read process has completed.

NOTE

The reader clears “Results Available” as soon as it sees the PLC’s “"Results Ack” signal.

0Z_1 IS 3
"Beader_ "Reader_

Besultsick PResultiwai #ResultPen
" lahle" dirg

] | | 4| fnl |

I 1 1 Y, !
nZ_1

"Reader_

Besult=shck

(2)—]
fhone

Using Soft Events
Run the sample program “DM200_SoftEvents” for the complete example program.

NOTE
This sample can be used with any PROFINET enabled DataMan reader.
Perform the following steps to install the program:

1. Start the SIMATIC Manager software.

2. Close any open applications.

3. From the main menu, select File > Retrieve...

4

Browse to find the sample file on your PC.
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PROFINET

Look in: I

< Local Disk [C:)

)67es6k
| JAXNF
(CDocun
(HwUg
;Q MELSH
L) Profind

£

File name!

@ Desktop
) My Documents
'y My Computer
J3 3%Floppy (&)
E2| ocal Disk [C:)
2> CD Drive (D:)
< public on 'siwash’ (P:)
|) Shared Documents
|) Admin's Documents
() My Documents
&J My Network Places

LER

WS

Yolume Information

Files of type: IPKZip 12.0-Archive [*.2ip)

B

Open

Cancel

5. Look for the Siemens folder and select Dm200_SoftEvents.zip.

6. Select a destination directory to save the project on your PC.

Select destination directory @

o]

43 STDATA
43 STHSYS
+-) sTifc
+-) S7IKX
+ ) STINF
43 S7LIBS
403 STMANUAL
43 STMET
+3) STNGD
403 STNVB
+ 0 B
+-£3) S7SKA
403 S7SYM
+.1= S7Tr

Cancel Help

~

7. The Siemens software extracts the sample archive and makes it available.

Soft events are a means of invoking an activity by simply manipulating a single control bit.
The activity for each bit is predefined (for more details, see Section SoftEvents). With the
exception of “Execute DMCC"” and “Set Match String” all soft events may be invoked in the
same way. “Execute DMCC"” and “Set Match String” require the added step of loading the
User Data module with application data before invoking the event.
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Reduced to the basics the process of invoking a Soft Event consists of the following:

FC3 : Train Focus

Initiate the "Train Focus" operation and monitor it to completion.

Network 1: Title:

Issue "Train Focus" signal.

Network 2 : Title:

Q3.2 Il.2 Q3.2
"Reader "Reader "Reader
TrainFocus TrainFocus TrainFocus
" Ack" "
| /1 ] /1 [ o) |
11 1/ {5} 1

Release "Train Focus" si¢gnal as soon as it is acknowledged by the reader.

I1.2
"Reader_
TrainFocus

Ack™
| |

Q3.2
"Reader_
TrainFocus

Network 3 : Title:

Set the return FC state.

Note, this will only return TRUE after the acknowledge has been received from
the reader. Otherwise it will return FALSE.

gDhone
1 1

Executing DMCC Commands

{ save

Refer to sample program “"DM200_SoftEvents” for the complete example program (for
information on how to install it, see Section Using Soft Events).

NOTE

This sample can be used with any PROFINET enabled DataMan reader.

“Execute DMCC" is a Soft Event which requires the added step of loading the User Data

module with the desired DMCC command string before invoking the event. Note, the Soft
Event mechanism does not provide a means of returning DMCC response data (other than
a failure indication). So this mechanism cannot be used for DMCC || >GET...” commands.
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The process of executing a DMCC command is the same as that for all other Soft Events
(see example above) except the step of invoking the Soft Event also includes copying the
command string to the User Data Module. In this example the command string is exists in a
Data Block. This example could be expanded to utilize a Data Block with an array of
command strings that the copy function could reference by an index value. That would
allow the user to pre-define all DMCC commands that are required by the application and
invoke them simply by index.

Q3.6 Il.6
"Reader "Reader_
Execuﬁebmc ExecucﬁPmc FC11
fl cﬁc? "Set User Data"
i/l 1/l EN ENO
Qezs56
"Reader_ |UserDatall
UserDatalp |odulelddr gCopyResul
tion" —ess RET_VAL —t
UserDatal

64 HoduleSize

PS$DB6_DBX0
.0
"ExecuteDn

ccDB". |UserData$
Command —tring

Q3.6
"Reader_
ExecuteDnuc
cll
{s)}—

The function “Set User Data” (FC11) simply copies the provided string to the User Data
module. Refer to the example program for the actual STL code.
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DataMan Application Development

DataMan Control Commands (DMCC) are a method of configuring and controlling a
DataMan reader from a COM port or through an Ethernet connection, either directly or
programmatically through a custom application.

For a complete Tist of DMCC commands, click the windows Start menu and

browse to Cognex=> DataMan Setup Tool v x.x 2> Documentation = Command
Reference.

DMCC Overview

Depending on the DataMan reader you are using, the COM port connection can be either
RS232 or USB and an Ethernet connection can be established through the Telnet protocol.
By default, the DataMan reader is configured to communicate over TCP port number 23,
but you can use the Setup Tool to assign a different port number as necessary.

Command Syntax

All DMCC commands are formed of a stream of ASCII printable characters with the
following syntax:

command-header command [arguments] footer
For example:

| | >trigger on\CR\LF

Command Header Syntax

| |checksum:command-id>

All options are colon separated ASCII text. A header without the header-option block will
use header defaults.

checksum

0: no checksum (default)

1: last byte before footer is XOR of bytes
command-id

An integer command sequence that can be reported back in acknowledgement.

Header Examples

Example Description

1> Default Header

[10:123> Header indicating no-checksum and ID of 123

[ ]1> Header indicating checksum after command and data.
Command

The command is an ASCII typable string possibly followed by data. All command names
and public parameters data are case insensitive. Only a single command may be issued
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within a header-footer block. Commands, parameters and arguments are separated by a
space character.

Commands
Short names specifying an action. A commonly used command is GET or SET followed by a
Parameter and Value.

Parameters
Short names specifying a device setting. Parameter names are organized with a group of
similar commands with one level of structural organization separated by a period ('.").

Arguments
Boolean: ON or OFF
Integer: 123456

String: ASCII text string enclosed by quotes (*).The string content is passed to a function
to translate the string to the final format. The following characters must be backslash
escaped: quote (\"), backslash (\\), pipe (\|), tab (\t), CR(\r), LF (\n).

Footer
The footer is a carriage return and linefeed (noted as \CR\LF or \r\n).

Reader Response
The reader will have one of several response formats. The choice of response format is
configured using the SET COM.DMCC-RESPONSE command.

Silent: (0, Default) No response will be sent from the reader. Invalid commands are
ignored without feedback. Command responses are sent in space delimited ASCII text
without a header or footer.

Extended: (1) The reader responds with a header data footer block similar to the
command format.

NOTE

While the reader can process a stream of DMCC commands, it is typically more robust to
either wait for a response, or insert a delay between consecutive commands.

| |checksum:command-id[status]

checksum

The response uses the same checksum format as the command sent to the reader.
0: no checksum

1: last byte before footer is XOR of bytes

command-id

The command-id sent to the reader is returned in the response header.
status

An integer in ASCII text format.

0: no error

1: reader initiated read-string

100: unidentified error
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101: command invalid
102: parameter invalid
103: checksum incorrect

104: parameter rejected/altered due to reader state

Examples
Command Silent Extended Response | Description
Response
| | >GET ON [ | [0]ON\r\n Is the DataMatrix
SYMBOL.DATAMATRIX\r\n symbology
enabled?
| |>SET SYMBOL.DATAMATRIX | no response [1[0I\r\n Enable the
ON\r\n DataMatrix
symbology.
| | >TRIGGER ON\r\n decoded data [1T0]\r\n Trigger
or no-read | | [1]decoded data Command
response or no-read response
in base64\r\n

DMCC Application Development
You can use DMCCs as an application programming interface for integrating a reader into a
larger automation system.

If you want to create your own application from scratch that you want to communicate with
the DataMan reader through the serial port, make sure you set port.DtrEnable = true, if
the port is an instance of the SerialPort class.

You can also use the DMCC .NET Software Development Kit (hereafter referred to as DMCC
.NET). The following sections give detailed information about installing DMCC .NET, its
contents, building the DMCC .NET sample code, and about the different DMCC recipes.

DMCC .NET Contents

The DMCC .NET comprises the Cognex.DataMan.SDK.dIl and its documentation. In addition,
a sample application is provided in the form of a complete Microsoft Visual Studio project
(in .csproj format).

Building the DMCC .NET Sample Code
Open the Sample code in Microsoft Visual Studio and choose Build solution.

Using DMCC .NET
To use DMCC .NET for your own purposes, perform the following steps:

1. In Microsoft Visual Studio, click Create Solution/Project.
2. Under Project, right-click References and choose Add Reference...

3. In the pop-up window, click the Browse tab and look for the Cognex.DataMan.SDK.dlI
file in the directory where you installed the solution.

4. Add the following lines to the beginning of your code:
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using Cognex.DataMan.SDK;

using Cognex.DataMan.SDK.Events;

to find the different elements belonging to the SDK in these nhamespaces. They will appear
in the intellisense as seen in the following image:

mwyManager = new DataManSystemManager ()
wyManager . 3ystembiscovered += new DataManSystemMansge:

Cognex.DataMan. SDK.l
“1% DataManConnectionParams
{/Betring some o GyifEEiEREEm
gomeandCorboBox . 44 DataManSystemManager
heartheatInterva {} Events = 0:
i {} Imaging
{} Sample

Enumerating DataMan Devices
1. Create a new DataManSystemManager.

DataManSystemManager myManager = new DataManSystemManager();

2. Subscribe to its SystemDiscovered event.

myManager.SystemDiscovered += new
DataManSystemManager.SystemDiscoveredEventHandler (myManager_NetworkDeviceApp
eared);

Create event handler of type SystemDiscoveredEventHandler.

4. The event handler argument of type SystemDiscoveredEventArgs has a property
System of type DataManSystem. These DataManSystem objects represent readers.
You can store these DataManSystem objects in your own collection.

5. To start device discovery, call the myManager.Refresh() method.
NOTE

The SystemDiscovered event will be fired every time a device is detected.
Connecting to a DataMan Device

Connect to your device by performing the following steps:

1. Create DataManSystem instance

DataManSystem mySystem = new DataManSystem() ;

2. Create DataManConnectionParams instance

DataManConnectionParams myParams = new DataManConnectionParams(address);

where the address is a string. This can be a COM port (for example, "COM23") or an IP
address (for example, *10.10.123.42").

3. Call the Connect() method of your DataManSystem instance.
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mySystem.Connect(myParams) ;

4. (Optional) Verify if you are connected:

if (mySystem.IsConnected())

5. To disconnect, call

mySystem.Disconnect();

NOTE

Check the events of DataManSystem. After calling Connect(), subscribe to the events that
you need. Unsubscribe before calling Disconnect().

DataMan Device Settings
Use DataManSystem.SendDmcc() for different settings. Refer to the DMCC Command
Reference available through the Windows Start menu.

There are two versions of the SendDmcc() method:

1. The SendDmcc(string) takes a string which is the DMCC including the header. This is a
non-blocking, asynchronous method for sending DMCC. This returns an ID so that you
can find the matching response in the event handler. You have to subscribe to the
appropriate events of the DataManSystem instances and handle responses in the
appropriate event handler, such as DmccResponseArrived.

2. The SendDmcc(string,int) takes a DMCC as the first argument and the second
argument is a timeout value. This is the blocking version. It will not return until a
response is received or the timeout expires (when a null response is returned). You
can retrieve the DMCC result as the return value of the SendDmcc() method.

The following is an example for sending a DMCC:

int id = mySystem.Sendbmcc("||>GET DEVICE.TYPE");

Displaying Static and Live Images from a DataMan Device
To have static images displayed, use DataManSystem.GetImage() to get images.

To have live images displayed, perform the following steps:

1. Turn on live image acquisition mode by setting the
DataManSystem.Imaging.Live.Enabled to true.

2. Periodically poll the device for images by using DataManSystem.GetImage(). See an
example implementation in the source of the Sample application. In the example, a
new polling thread is created to avoid locking the GUL.

3. Turn off live image acquisition by setting the DataManSystem.Imaging.Live.Enabled to
false.

NOTE

In addition, Live Image properties, such as size, quality and format, can be controlled
through the DataManSystem.Imaging.Live properties.
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